Succession 1000
Succession 1000M
Succession 3.0 Software

Succession 1000 Element Manager
System Administration

Document Number: 553-3001-332
Document Release: Standard 1.00
Date: October 2003

Copyright © 2003 Nortel Networks
All Rights Reserved

Produced in Canada

Information is subject to change without notice. Nortel Networks reserves the right to make changes in design
or components as progress in engineering and manufacturing may warrant. This equipment has been tested
and found to comply with the limits for a Class A digital device pursuant to Part 15 of the FCC rules, and the
radio interference regulations of Industry Canada. These limits are designed to provide reasonable protection
against harmful interference when the equipment is operated in a commercial environment. This equipment
generates, uses and can radiate radio frequency energy, and if not installed and used in accordance with the
instruction manual, may cause harmful interference to radio communications. Operation of this equipment in a
residential area is likely to cause harmful interference in which case the user will be required to correct the
interference at their own expense.

SL-1, Meridian 1, and Succession are trademarks of Nortel Networks.







Page 3 of 160

Revision history

October 2003
Standard 1.00. This document is a new N'TP for Succession 3.0. It was created
to support a restructuring of the Documentation Library. This document
contains information previously contained in the following legacy document,
now retired: Element Management (553-3023-222). Some content from
Element Management (553-3023-222) also appears in Succession 1000
Element Manager: Installation and Configuration (553-3001-232).
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About this document

Subject

This document is a global document. Contact your system supplier or your
Nortel Networks representative to verify that the hardware and software
described are supported in your area.

This Nortel Networks Technical Publication (NTP) is a reference tool for
Element Manager, a web-based interface that enables configuration,
maintenance, upgrade, and patching functions from a PC. This document
describes the interface and its related functionality.

Note on legacy products and releases

This NTP contains information about systems, components, and features that
are compatible with Succession 3.0 Software. For more information on
legacy products and releases, click the Technical Documentation link under
Support on the Nortel Networks home page:

http://www.nortelnetworks.com/

Applicable systems

This document applies to the following systems:
e Succession 1000

e Succession 1000M Cabinet

e Succession 1000M Chassis

e Succession 1000M Half Group

Succession 1000 Element Manager  System Administration
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e Succession 1000M Single Group
e Succession 1000M Multi Group

System migration

When particular Meridian 1 systems are upgraded to run Succession 3.0
Software and configured to include a Succession Signaling Server, they
become Succession 1000M systems. Table 1 lists each Meridian 1 system
that supports an upgrade path to a Succession 1000M system.

Table 1
Meridian 1 systems to Succession 1000M systems
Maps to this

This Meridian 1 system... Succession 1000M system
Meridian 1 Option 11C Chassis Succession 1000M Chassis
Meridian 1 Option 11C Cabinet Succession 1000M Cabinet
Meridian 1 Option 51C Succession 1000M Half Group
Meridian 1 Option 61 Succession 1000M Single Group
Meridian 1 Option 61C Succession 1000M Single Group
Meridian 1 Option 61C CP PII Succession 1000M Single Group
Meridian 1 Option 81 Succession 1000M Multi Group
Meridian 1 Option 81C Succession 1000M Multi Group
Meridian 1 Option 81C CP PII Succession 1000M Multi Group

Note the following:

e When an Option 11C system is upgraded to run Succession 3.0 Software,
that system becomes a Meridian 1 Option 11C Cabinet.

*  When an Option 11C Mini system is upgraded to run Succession 3.0
Software, that system becomes a Meridian 1 Option 11C Chassis.

553-3001-332 Standard 1.00 October 2003
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For more information, see one or more of the following NTPs:

e Small System: Upgrade Procedures (553-3011-258)

e Large System: Upgrade Procedures (553-3021-258)

e Succession 1000 System: Upgrade Procedures (553-3031-258)

Intended audience

This document is intended for individuals responsible for system
administration using web-based Element Manager.

Conventions

Terminology

In this document, the following systems are referred to generically as
“system’”:

e Succession 1000

e Succession 1000M

The following systems are referred to generically as “Small System”:
*  Succession 1000M Chassis
*  Succession 1000M Cabinet

The following systems are referred to generically as “Large System™:

e Succession 1000M Half Group

e Succession 1000M Single Group

e Succession 1000M Multi Group

The call processor in Succession 1000 and Succession 1000M systems is
referred to as the “Succession Call Server”.

Typographic conventions

Within this document, commands are indicated with bold font. Cross-
references to other documents, and specific file names, are italicized.

Succession 1000 Element Manager  System Administration
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Related information

This section lists information sources that relate to this document.

NTPs

The following NTPs are referenced in this document:

IP Peer Networking (553-3001-213)
Branch Office (553-3001-214)

Succession 1000 Element Manager: Installation and Configuration
(553-3001-232)

Software Input/Output: Administration (553-3001-311)

IP Line: Description, Installation, and Operation (553-3001-365)
Software Input/Output: Maintenance (553-3001-511)

Succession 1000 System: Overview (553-3031-010)

Succession 1000 System: Upgrade Procedures (553-3031-258)

Online

To access Nortel Networks documentation online, click the Technical
Documentation link under Support on the Nortel Networks home page:

http://www.nortelnetworks.com/

CD-ROM

To obtain Nortel Networks documentation on CD-ROM, contact your
Nortel Networks customer representative.

553-3001-332 Standard 1.00 October 2003
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Introduction

Contents

This section contains information on the following topics:

Element Manager functional overview. . ....................... 13
Succession Signaling Server. . ........... ... i 16
Succession Call Server, Media Gateway, and Branch Office
H.323 WAN Gateway . .. .o.vuvt et 17
IP Line 3.1/ Voice Gateway . ...........ueuereunenenann... 17

Changes specific to Succession 3.0. .. ......... ... .. ... 18

Affected software components . ...............iiiin.. 22
Existing software . ........... i 22
New software .. ... 23

Element Manager functional overview

The Succession Signaling Server hosts a new web server that supports a web
interface. This web interface, which is called Succession 1000 Element
Manager, enables an administrator to use a browser to configure and maintain
system components, or data blocks. Element Manager also supports
application management on the Succession Signaling Server.

Element Manager increases the speed, efficiency, and accuracy of the
configuration process. Configuration parameters are now organized into
logical groups with the following advantages:

*  no need to print information in overlays (LDs 20, 21, 22) before loading
a different overlay to edit the configuration

Succession 1000 Element Manager  System Administration
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* o need to enter several carriage returns to change a single prompt
e can access data from multiple overlays on a single web page
Element Manager supports “hide and show” capabilities. This facilitates

focus on information of interest, without the distraction of multiple
parameters.

Element Manager provides full text descriptions as well as acronyms for each
parameter. This benefits end users by:
e presenting a friendly interface for new administrators

*  keeping existing acronyms for experienced administrators

Element Manager simplifies parameter value selection by:
e pre-selecting default values

e providing a drop-down list of allowed values

» displaying a range of values for numeric entries

e using Yes/No check boxes

Administrators can use Element Manager to configure and maintain the
following components of Succession 3.0 software:

*  Succession Signaling Server

*  Succession Call Server

e Media and Branch Office Gateways

e [P Line 3.1/ Voice Gateway

e [P telephony

*  Gatekeeper

553-3001-332 Standard 1.00 October 2003
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In Succession 3.0, administrators can use Element Manager to perform the
following management tasks:

Get System Status. Perform maintenance activities on IP Telephony
and Succession Call Server components:

D-channel

MSDL

TMDI

Digital trunk

Clock controller

Network and Peripheral Equipment
Trunk diagnostic

Zone Diagnostic

IP Telephony Service Management
Core Common Equipment Diagnostic
Call Server Report Log

System Incremental Software Management (ISM) Parameters
Equipped Feature Packages List

Peripheral Software Version Data

Configuration.

Customer data, routes, and trunks (traditionally done in LDs 15, 16,
and 14)

D-channel and Common Equipment data (LD 17)
Digital Trunk Interface (LD 73)
Flexible Code Restriction and Incoming Digit Conversion (LD 49)

IP telephony

Network Numbering Plan. Configure all ESN data blocks for the
Call Server as well as the Gatekeeper.

Succession 1000 Element Manager  System Administration
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Software Upgrade. Upgrade IP telephony firmware and loadware. It is
also used to upload firmware and loadware files for storage on the
Signaling Server.

Patching. Download, activate, and deactivate patches for:
— Call Server

— Media Gateways

— IP telephony

System Ultilities. Backup and restore Call Server data, as well as set the
system date and time.

Succession Signaling Server

After software installation and basic configuration of the Succession
Signaling Server, components can be configured using the web-based
interface. The web server is installed on each Succession Signaling Server
within a Succession 1000 system. All HTML web pages and data files
required for web-based Element Manager of the Succession Call Server,
Succession Signaling Server, and IP Line 3.1 / Voice Gateway Media Cards
are installed on the Succession Signaling Server.

Element Manager enables administrators to perform the following activities
on the Signaling Server:

Reset.

Access the maintenance window.

Download new firmware.

View report log.

Run Operational Measurements (OM) reports.

Telnet.

553-3001-332 Standard 1.00 October 2003



Introduction  Page 17 of 160

Succession Call Server, Media Gateway, and Branch Office
H.323 WAN Gateway

For Call Servers, Media Gateways, and Succession Branch Office Gateways,
Element Manager enables administrators to configure and manage the
following data:

Configuration Record

— Supports ADAN, CEQU, and PWD data blocks

Customer Data Block

— Supports ANI, FCR, FTR, LDN, NET, and NIT data blocks
Route Data Blocks

Trunks

ESN Data Block

To learn more about parameters that can be configured and managed in
Element Manager, see “Customer Explorer” on page 65.

IP Line 3.1/ Voice Gateway

Element Manager enables administrators to perform the following activities
on the IP Line 3.1 / Voice Gateway:

View and configure SNMP parameters and add IP addresses for
forwarding SNMP traps.

View and configure VGW profile data.

View and edit Quality of Service (QoS) parameters.

Use LAN configuration to configure the ELAN, TLAN, and Routes.
View and edit SNTP Server and Client information.

View and configure file server access for downloading firmware for
Internet Telephones.

View and select the Loss and Level Plan for your country.

Succession 1000 Element Manager  System Administration
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* Add, remove, view, and edit card properties of Voice Gateway Media
Cards.

* Add, remove, view, and edit Signaling Server information.
To learn more about IP Line 3.1 and Voice Gateway parameters that can be

configured and managed in Element Manager, see IP Line: Description,
Installation, and Operation (553-3001-365).

The following maintenance activities are supported using Element Manager
for IP Line 3.1 and Voice Gateway:

* Reset Voice Gateway Media Card.

e Enable/Disable Voice Gateway Media Card.

e  Access the maintenance window to the Voice Gateway Media Card.

e  Download new loadware/firmware for upgrades.

*  Run Syslog reports.

e Run Operational Measurement (OM) reports.

*  Telnet to the card.

To learn more about IP Line 3.1 and Voice Gateway maintenance activities
that are supported by Element Manager, see “IP Telephony” on page 54.

Note: Configuration data for nodes is stored on the Call Server where it
is backed up and restored along with the Call Server configuration data.

Changes specific to Succession 3.0

Element Manager is available for all Succession 3.0 systems equipped with a
Signaling Server. Since the Signaling Server is optional in a Succession 3.0
system, Element Manager cannot be the only administrative interface. Once
the IP Line Media Cards are upgraded to Succession 3.0 software, subsequent
loadware and firmware upgrades can be performed through Element Manager
web pages.

553-3001-332 Standard 1.00 October 2003
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For Large Systems, superloop configurations must be performed using the
TTY.

The Element Manager interface was originally introduced with the
deployment of Succession CSE 1000 Release 2. Systems equipped with a
Signaling Server that are ported to Succession 3.0 can support the following
features and enhancements:

* Large system support.
— Display different system types in the System Information page.
— TN formats used by Large Systems.
— Increased capacity (different ranges of values for large systems).
— Backup and restore on Large Systems.

e D-channel configuration. Displays the current RCAP selection and all
valid inputs for the RCAP prompt. In the previous D-channel
configuration web page, users had to type in RCAP values without

knowing which values were currently selected and what inputs were
valid.

¢ Subnet mask entry validation. Validate subnet mask entries on
IP Telephony web pages.

e Ability to download more than one patch at a time.

— Enable selection of more than one patch to download and activate on
the switch for the Succession Call Server, Signaling Server, and
IP Line Cards.

Succession 1000 Element Manager  System Administration
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¢ Context-sensitive field values in LD 16.

— The implementation of context-sensitive prompts was introduced in
Succession CSE 1000 Release 2, but individual field selections were
not context-sensitive. This enhancement introduces implementation
of context-sensitive fields for LD 16 web pages.

¢ LD 135 Maintenance commands support.

This enhancement provides a web page interface for the following
diagnostic and maintenance commands in LD 135:

DISCNIcsp

DSPL <ALL>
ENLCNIcsp

IDC CNI s, IDC CPU
JOIN

SCPU

SPLIT

STAT CNI, STAT CPU, STAT SUTL
TEST CNI, TEST CPU, TEST SUTL

The Element Manager System Information page displays the dual CPU
redundancy information and the Health state.

* IP Telephony Operation. A summary page indicates which
IP Telephony nodes have changed and must be transferred. The system
provides meaningful information about the telephony SUBMIT/
TRANSFER operation of config and bootp node files. The following
areas are enhanced:

— The SUBMIT button has been renamed to “Save and Transfer”.
Clicking it saves node configuration files on the Call Server side and
also transfers files to every VGMC within the system. Previously
there were two separate buttons required to SUBMIT and
TRANSFER.
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— On the IP Node Summary page, a new button called TRANSFER/
STATUS replaces the TRANSFER button. If any element within
the Node fails to transfer either bootp or config files, the button will
be highlighted in RED. A click on this button will redirect the
administrator to a page where:

— the previous status of the node will display, and

— the failure reason will be displayed for elements in nodes that
failed to get configuration files (bootp.tab and config.ini) from
the Call Server side.

The TRANSFER/STATUS button will be highlighted in
YELLOW if the transfer status of the node elements is unavailable.
When the administrator edits the Node and clicks the “Save and
Transfer” button, transfer status information will be updated and
displayed.

— Node elements that failed to get configuration files will continue to
display on the transfer progress status page when the IP Telephony
node configuration file is submitted and transferred.

— The Transfer status page displays two buttons:

— Transfer to Selected Elements. Re-transfers node configuration
files only to selected elements, regardless of a “Transfer Failed”
state.

— Transfer to Failed Elements. Only transfers node configuration
files to elements in a “Transfer Failed” state.

Note: This button will display only when at least one element on the
Node failed to transfer either a bootp.tab or config.ini in the previous
operation.

Software version display in Peripheral Equipment cards. Enables the
administrator to see the versions of all downloaded software in the
Peripheral Equipment cards (for example, MSDL and others). This is
very useful on large systems. Information from LD 96 and LD 48 will be
used to display information along with the LD 22 PSWV command,
which shows what is stored on the Call Server.

Succession 1000 Element Manager  System Administration
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Affected software components

Existing software

The Element Manager interface interacts with data residing on the call server
and traditionally configured in the following overlays:

LD 2 - Time/Date Set

LD 14 - Trunk Data Block

LD 15 - Customer Data Block

LD 16 - Route Data Block

LD 17 - Configuration Record

LDs 20, 21, and 22 - Print Reports

LD 32 - Network and Peripheral Equipment Diagnostic
LD 36 - Trunk Diagnostic

LD 43 - Equipment Datadump

LD 49 - New Flexible Code Restriction and Incoming Digit Conversion
LD 60 - Digital Trunk Interface and Primary Rate Interface
LD 73 - Digital Trunk Interface

LDs 86, 87, and 90 - Electronic Switched Network

LD 96 - D-channel diagnostic

LD 117 - Zone Configuration and Diagnostic

LD 135 - Core Common Equipment Diagnostic

For detailed information on these overlays, or to view the entire prompt and
response sequence, refer to Software Input/Output: Administration (553-
3001-311) and Software Input/Output: Maintenance (553-3001-511).
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New software

LD 21 has been modified to enhance Print routines.

LD 21 - Print Routine 2.

Prompt Response Description
REQ: LCS List configured customers
LRT CUST n List routes associated with customer n

This feature introduces two new STAT commands to obtain status of a virtual
trunk.

LD 32 commands

Command Description

IDU <TN> Includes MAC address of the polled set, Model Vendor, software
version, Set IP address, etc.

STVT <cust no> <route no> <start member> <end member>

Displays the vtrunk status, specified by customer, route, start and
end member number

This feature introduces two new STAT commands for LINK and server
information.

LD 117 commands (Part 1 of 5)

Command Description

STAT LINK APP <application type>

Where: application type = LPTS, VGW, H323, GK, etc.

STAT LINK IP <ip address>

Succession 1000 Element Manager  System Administration
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LD 117 commands (Part 2 of 5)

Command

Description

STAT LINK NODE <node id>

STAT LINK SRV <server type>

Displays the link information status of the server for the specified
IP address, or contained in the specified sub-net.

Where: IP address is the ELAN IP address of the VGMC /
Signaling Server. IP address can be in full or partial IP address
format. For example, “10.11.12.13”, or “10.11”.

STAT LINK NAME <hostName>

Displays the link information status of the servers based on the
supplied host name.

Where: hostName = MAINSERVER

Displays the link information status of the specified node.

Where: node id is a number from 0 - 9999. It identifies the node
number you have assigned to a group of VGMC and Signaling
Server equipment.

Displays the link information status of the servers for the
specified server type.

serverType = ITGP (ITG Pentium)
serverType = SMC (Succession Media Card)
serverType = SS (Signalling Server)

STAT SERV APP <application type>

553-3001-332 Standard 1.00
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LD 117 commands (Part 3 of 5)

Command

Description

STAT SERV IP <ip address>

STAT SERV NODE <node id>

STIP HOSTIP <ip address>

Displays the link information status of the servers running the
specified applications.

applicationType = LTPS (Line TPS)
applicationType = VGW (Voice Gateway)
applicationType = H323 (H323 Virtual Trunk)
applicationType = GK (GateKeeper)

Displays the link information status of the server for the specified
IP address or contained in the specified sub-net.

Where: IP address is the ELAN IP address of the VGMC /
Signaling Server. IP address can be in full or partial IP address
format. For example, “10.11.12.13”, or “10.11”.

STAT SERV NAME <host name>

Displays the link information status of the servers based on the
supplied host name.

Where host name = MAINSERVER

Displays the link information status of the specified node.

Where: node id is a number from 0 - 9999. It identifies the node
number you have assigned to a group of VGMC and Signaling
Server equipment.
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LD 117 commands (Part 4 of 5)

Command

Description

STIP NODE <node id>

STIP TERMIP <ip address>

STIPTNIscu

Displays information contained in the rlm table corresponding to
the specified HOSTIP address, or HOSTIP addresses contained
in the specified sub-net.

Where: IP address is the ELAN IP address of the VGMC /
Signaling Server. IP address can be in full or partial IP address
format. For example, “10.11.12.13”, or “10.11”.

Displays information contained in the rlm table corresponding to
the specified node id.

Where: node id is a number from 0 - 9999. It identifies the node
number you have assigned to a group of VGMC and Signaling
Server equipment.

Displays information contained in the rlm table corresponding to
the specified TERMIP address, or TERMIP addresses contained
in the specified sub-net.

Where: IP address is the TLAN IP address of the set / vgw. IP
address can be in full or partial IP address format. For example,
“10.11.12.13”, or “10.11".

Displays the rlm information for the specified TN or group of TNs
as denoted by the | s ¢ u parameters for large systems, and the ¢
u parameters for small systems.

553-3001-332 Standard 1.00
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LD 117 commands (Part 5 of 5)

Command Description

STIP TYPE <aaa> Displays the rim information for the specified TN type, where up
to 3 types can be specified.

Valid types are:

i2002 - i2002 sets

i2004 - i2004 sets

i2050 - i2050 sets

ISET - all IP sets

VGW - Voice gateway resources

IPTI- Virtual trunk and ITG trunks

STIP ZONE <zone> Displays the rim information for the specified zone number /
range of zones.

Where: the zone is any valid zone number (0 - 255) in the
system.

Succession 1000 Element Manager  System Administration
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This feature introduces new commands for supporting Graceful Disable CLI
commands.

Graceful Disable services

Command Description

disGK The local Gatekeeper is gracefully put out of service, and the
alternative Gatekeeper (if available) is put in service

disServices The server gracefully switches registered resources to other
services in the same node

disTPS The TPS gracefully switches the registered line TPS and TN to
other cards in the same node

disVTRK The VTRK gracefully switches the registered virtual trunks to
another Signaling Server in the same node

Force Disable services

Command Description
forcedisGK The local gatekeeper is forced out of service
forcedisServices The server is forced to switch registered resources to other

services in the same node

forcedisTPS The registered line TPS and TN are forced to unregister from the
local server

forcedisVTRK The registered virtual trunks are forced to unregister from the
local server

553-3001-332 Standard 1.00 October 2003
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EnableServices

Command Description

enlGK The local gatekeeper is forced into service

enlServices The services are forced to accept registration of resources
enlTPS The TPS application is enabled and forced to accept set

registrations

enlVTRK The signaling server is forced to accept virtual trunk registrations

Load Balance CLI

Command Description

loadBalance The service will attempt to balance the load of sets between itself
and other node components

Status CLI
Command Description
servicesStatusShow The services (iset/virk/gk) display their status

Online Help has been improved for configuring the Call Server, Media
Gateways, Branch Office Gateways, Signaling Server, and IP Line 3.1/
Voice Gateway Media Cards.

Succession 1000 Element Manager  System Administration
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System Status

Contents
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Introduction

System Status provides access to diagnostic tools that enable you to issue a
variety of commands to the components of the Succession 1000 system.

The following buttons are found on some or all of the System Status screens:

Submit — Transmits changes to the Call Server.

Refresh— Refreshes data from the Call Server. Refresh will overwrite
any changes that you have not yet submitted.

Cancel — Discards the changes and returns to the appropriate

configuration page.

Note: All screen captures in this chapter are applicable to Succession
1000 and Succession 1000M systems, unless otherwise indicated.

The diagnostic tools and system status information available through this
branch of the navigation tree are divided into two major categories: Call
Server and IP Telephony.

Call Server

When you click the Call Server link in the System Status branch of the
navigation tree (Figure 1 on page 33), you are presented with the following
list of diagnostic tools:

D-channel Diagnostic

MSDL Diagnostic

TMDI Diagnostic

Digital Trunk Diagnostic

Clock Controller Diagnostic

Network and Peripheral Equipment Diagnostic
Trunk Diagnostic

Zone Diagnostic

IP Telephony Service Management
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e Core Common Equipment Diagnostic

e Call Server Report Log

e System Incremental Software Management (ISM) Parameters
*  Equipped Feature Packages List

e Peripheral Software Version Data

The following sections provide information on each of these diagnostic tools.

Figure 1
Call Server diagnostic tools

Fle 1" ®Back v = ~ @ [2 & | @search GaFavorites Fedia (B | B~ S - 5 ﬁ

NETWORKS Site: 207.179.153.99 > System Status >

Call Server
¥ System Status
@ cﬂ“ SErVEr Succession 1000/M  Software Version: 2121 Release: 3005 Loadware Version: 87
3 IP Telephony
> Configuration + D-Channel Diagnostic
> Network Numbering Plan * MSDL Diagnostic
> Software Upgrade + TMDI Diagnostic
> Patching + Digital Trunk Diagnostic
: System Utility s Clock Controller Diagnostic
- Administration » Network and Peripheral Equipment Diagnostic
0 Support s Trunk Diagnostic
Logout + Zone Diagnostic
+IP Telephony Service Management
+ Core Common Equipment Diagnostic
+ Call Server Report Log
+ System Incremental Software Management (ISM) Parameters
+ Equipped Feature Packages List
+ Peripheral Software Version Data

D-channel Diagnostic

When you click the D-channel Diagnostic link in the list of Call Server
diagnostic tools, the D-channel Diagnostic page opens as shown in Figure 2
on page 34.
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Figure 2
D-channel Diagnostic page

: Element Manager - Microsoft Internet Explorer

EBack v =+ 2| Qsearch [aiFavartes PMeda 3| B~ & B - 5

NERTEL

NETWORKS Site: 207.179.153.99 > System Status > Call Server >

¥ System Status D-Channel Diagnostic
@ call Server
3 IP Telephony

> Configuration

> Network Numbering Plan Action: [Enable (ENL) =] r FDL(Force Download) _Submit | Refresh

> Software Upgrade

> Patching [ [pcHipEs  [APPL_STATUS|LINK_STATUSJAUTO RECV|PDCH|BDCH

> System Utility
> Administration
> Support
” Logout

© 010 SCSE15SNode8 DSBL RST AUTO

/€] Done [ [ [d mternet 7

This page is used to test and maintain D-channel links and D-channel
Interface (DCHI) cards. The commands available from this page correspond
to the D-channel data traditionally maintained using the following overlays:

e Input/Output Diagnostic (LD 37)
e  Link Diagnostic (LD 48)
e D-channel Diagnostic (LD 96)

To perform diagnostic activities using this page:
1  Use the radio buttons to select a D-channel.
2 Select an Action from the drop-down list.

3 If you want to update the loadware, click the FDL (Force Download)
check box.

4 Click Submit.
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MSDL Diagnostic

When you click the MSDL Diagnostic link in the list of Call Server
diagnostic tools, the MSDL Diagnostic page opens as shown in Figure 3.

Figure 3
MSDL Diagnostic page

; Element Manager - Microsoft Internet Explorer

Fle 1”| “Back v = ~ @ 2 | Dsearch GaFavorites @eda 3| B~ 3 W] ~ =

N

TEL
NETWORKS Site: 207.179.153.99 > System Status > Call Server >

¥ System Status MSDL Diagnostic
3 call Server
3 IP Telephony

> Configuration

> Network Numbering Plan Action: [Enable (ENL) ~|  FDL(Force Download)_Submit Refresh

> Software Upgrade

> Patching

> System Utility [MSDLISTATUSundefined|
> Administration

> Support

* Logout

[€]Done [ [ |4 mternet 7

This page is used to test and maintain Multipurpose Serial Data Link (MSDL)
cards. The commands available from this page correspond to the MSDL data
traditionally configured using overlays:

e Input/Output Diagnostic (LD 37)
* Link Diagnostic (LD 48)
e D-channel Diagnostic (LD 96)

To perform diagnostic activities using this page:
1 Use the radio buttons to select an MSDL device.
2 Select an Action from the drop-down list.

3 If you want to update the loadware, click the FDL (Force Download)
check box.

4 Click Submit.
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TMDI Diagnostic

TMDI cards are used only in Succession 1000M Small Systems. When you
click the TMDI Diagnostic link in the list of Call Server diagnostic tools,
the TMDI Diagnostic page opens as in Figure 4.

Figure 4
TMDI Diagnostic page

; Element Manager - Microsoft Internet Explorer

Fle 1” “Back v = ~ @ 2 | Dsearch GaFavorites @eda 3| B~ & W] ~ =

NERTEL

NETWORKS Site: 207.179.153.99 > System Status > Call Server >

¥ System Status TMDI Diagnhostic
3 call Server
3 IP Telephony

> Configuration

> Network Numbering Plan Action: [Enable (ENL) ~|  FDL(Force Download)_Submit Refresh

> Software Upgrade

 Fatching [TMDI[STATUS]

> System Utility
> Administration

> Support
* Logout

[&] Done [ | |4 mternet .

This page is used to test and maintain TMDI (DTI/PRI/DCH) cards. The
commands available from this page correspond to the TMDI data
traditionally configured using the D-channel Diagnostic overlay, LD 96.

To perform diagnostic activities using this page:

1  Use the radio buttons to select a TMDI card.
2 Select an Action from the drop-down list.

3 If you want to update the loadware, click the FDL (Force Download)
check box.

4 Click Submit.
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Digital Trunk Diagnostic

Figure 5

When you click the Digital Trunk Diagnostic link in the list of Call Server
diagnostic tools, the Maintenance Commands for the Digital Trunk Loops

page opens as shown in Figure 5.

Maintenance Commands for Digital Trunk Loops page

; Element Manag

NERTEL

¥ System Status
@ call Server
7 IP Telephony

> configuration

> Software Upgrade
> patching

> system Utility

> Administration

> Support

“ Logout

Internet Explorer

4| @search GFavorites @Meda 3| B S B - &

NETWORKS Site: 207.179.153.99 > System Status > Call Server >

Maintenance Commands for Digital Trunk Cards

> Netwark Numbering Plan Commands __________ [Parameters | |

[Get Status of the Card (STAT) =] (@s: Caraty Submit
[ Get Status of the Channel (STAT) ~| (as: Card Channety  Submit

[List Threshald Overflows for the Route (LOVF) =] [ (@s: Customers Routesy  Submit

STAT -- done successfully |

Cancel

[T [ [agnenet

This page is used to test and maintain Digital Trunk Cards. The commands

available from this page correspond to the DTI/PRI data traditionally

maintained using the Digital Trunk Interface and Primary Rate Interface

Diagnostic overlay, LD 60.

Click the icon to the left of the Card Number label to view information about

the corresponding Digital Trunk Card.
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Using this page, you can issue maintenance commands on cards, channels, or
routes using the appropriate command drop-down list and parameter text box.
To perform maintenance activities on a Digital Trunk Card using this page:
1 Select a command from the top Commands drop-down list.

2 Enter the Card number in the top Parameters text box.

3 Click the top Submit button.

To perform maintenance activities on a Channel belonging to a Digital Trunk
Card using this page:

1 Select a command from the middle Commands drop-down list.

2 Enter the Card number and the Channel number, separated by a space, in
the middle Parameters text box.

3  Click the middle Submit button.

To perform maintenance activities on a Digital Trunk Route using this page:
1 Select a command from the bottom Commands drop-down list.

2 Enter the Customer number and the Route number, separated by a space,
in the bottom Parameters text box.

3 Click the bottom Submit button.

Clock Controller Diagnostic

When you click the Clock Controller Diagneostic link in the list of Call
Server diagnostic tools, the Maintenance Commands for the Clock
Controller page opens as shown in Figure 6 on page 39.

553-3001-332 Standard 1.00 October 2003



System Status  Page 39 of 160

Figure 6
Maintenance Commands for Clock Controller page

a Element Manager - Microsoft Internet Explorer

*Back v & ~ @ af ‘ ‘Qsearch [Favorites FMedia 8“%' =) E]

NERTEL
NETWORKS

Site: 207.179.153.99 > System Status > Call Server >

¥ System Status Maintenance Commands for Clock Controller

< ¢all Server

3 IP Telephony
> Configuration action| Get Status of the Clock(SSCK) ¥| n cabinet|0 7] _Submit | ~Cancel
> Network Numbering Plan
> Software Upgrade

> Patching

> system Utility i

> Administration Card Clock |[Clock Primary Secondary é:\fitt)ch gﬁgﬂa Error]
> Support Status |[State [Controller |Reference [Reference Clock senree

” Logout

IP DB Port|Port Status}

[&]Done [ | 4 ntermet 7

This page is used to maintain the Clock Controller. The commands available
from this page correspond to the Clock Controller data traditionally
maintained using the Digital Trunk Interface and Primary Rate Interface
Diagnostic overlay, LD 60.

This page shows the status of the Clock Controller card. If using a small
system, the status of the IP daughter board ports is shown.

To perform maintenance activities on a small system using this page:

1 Select a command from the Action drop-down list.

2 Select a Cabinet number from the Cabinet drop-down list.

3 Click Submit.
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To perform maintenance activities on a large system using this page:
1 Select a command from the Action drop-down list.
2 Select the Core number (Core 0 or Core 1) from the drop-down list.

3 Click Submit.

Network and Peripheral Equipment Diagnostic

When you click the Network and Peripheral Equipment Diagnostic link in
the list of Call Server diagnostic tools, the Network & Peripheral Diagnostic
page opens as shown in Figure 7.

Figure 7
Network & Peripheral Diagnostic page

: Element Manager - Microsoft Internet Explorer = . Ziel il
| Qsearch GilFavorites @Media 8| Bhr =]

NEQRTEL

NETWORKS Site: 207.179.153.99 > System Status > Call Server >

Network & Peripheral Diagnostic
¥ System Status
7 call server

3 IP Telephony
> Configuration Get card status (STAT) hd
: Network Numbering Plan [Get unit status (STAT) =] I

Software Upgrade
> Patching g [Enable the shelf (ENLS) =l [
> System Utility [Print status of MISP appl/card (STAT) =l
» c
S g""""l'_:t”"“" [Get status of SILG ar UILC (STAT) =

uppo
# Logout [Get status of BRI card (STAT) =
Instruction: Select command, add value and click on [Submit] ;I

Ly ol
Cancel

[€] Done [ [ |4 mtemet 7
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This page is used to test and maintain network and peripheral equipment. The
commands available from this page correspond to the data traditionally
maintained using the Network and Peripheral Equipment Diagnostic overlay,
LD 32.

These commands are split between six separate drop-down lists, grouped by
equipment type:

Basic card commands

Basic unit commands

Basic shelf commands

ISDN BRI Multi-purpose ISDN Signaling Processor (MISP) commands

ISDN BRI S/T-Interface and U-Interface Line Card (SILC/UILC)
commands

ISDN BRI Basic Rate Signaling Concentrator (BRSC) commands

Using this page, you can issue diagnostic commands on the network and
peripheral equipment by using the appropriate Diagnostic Commands
drop-down list and the corresponding Diagnostic Value text box.

To perform maintenance activities using this page:

1

Select acommand from one of the six Diagnostic Commands drop-down
lists.

Enter the appropriate value in the corresponding Diagnostic Value text
box.

Click the corresponding Submit button.

Trunk Diagnostic

When you click the Trunk Diagnostic link in the list of Call Server
diagnostic tools, the Trunk Diagnostic page opens as shown in Figure 8 on
page 42.
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Figure 8

Trunk Diagnostic page

NQRTEL

NETWORKS

¥ System Status
3 ¢all Server
3 IP Telephony
> Configuration
> Network Numbering Plan
> Software Upgrade
> Patching
> System Utility
> Administration
> Support
” Logout

i Element Manager osoft Internet Explorer
| # &Back ¥ | @search GarFavortes @iedia F |

Site: 207.179.153.99 > System Status > Call Server >

Trunk Diagnostic

Get card status (STAT) hd
[Enable unit (ENLU) | [ [ Suom |

IList days since last inc. call for customer (LDID) jl

Instruction: Select command, add value and click on [Submit]

[&]oore

[ T[4 mtermet 4

This page is used to test and maintain trunk cards. The commands available
from this page correspond to the data traditionally maintained using the Trunk
Diagnostic overlay, LD 36.

These commands are split between three separate drop-down lists according
to the entity being acted upon:

e Card commands

e Unit commands

*  Customer commands

Using this page, you can issue diagnostic commands on the trunks by using

the appropriate Diagnostic Commands drop-down list and the corresponding
Diagnostic Value text box.

553-3001-332 Standard 1.00 October 2003



System Status  Page 43 of 160

To perform maintenance activities using this page:

1 Select a command from one of the three Diagnostic Commands
drop-down lists.

2 Enter the appropriate value in the corresponding Diagnostic Value text
box.
3  Click the corresponding Submit button.

Zone Diagnostic

Figure 9

When you click the Zone Diagnostic link in the list of Call Server diagnostic
tools, the Maintenance Commands for Zones page opens as shown in
Figure 9.

Maintenance Commands for Zones page

a Element Manag

NERTEL

NETWORKS

¥ System Status
¥ call server
3 IP Telephony
> Gonfiguration
> Network Numbering Plan
> Software Upgrade
> Patching
> System Utility
> Administration
> Support
” Logout

Microsoft Internet Explorer

“Back v = ~ @ [f &1 | QSeach GaFavorites @Meda 3| B~ S W ~ B

Site: 207.179.153.99 > System Status > Call Server >

Maintenance Commands for Zones

j Zone Number Submit

Action I Print Basic Parameter (PRT ZONE)

Cancel

‘Q] Done

[ | 4 ntermet 7

This page is used to enable and disable zones and to view various parameters,
properties, and behaviors associated with the configured zones. The
commands available from this page correspond to the data traditionally
maintained using the Ethernet and Alarm Management overlay, LD 117.

This page also includes a table that shows the status and settings for the
configured zones.
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To perform maintenance activities using this page:
1 Select a command from the Action drop-down list.

2 Enter the Zone Number assigned to a configured zone in the Zone
Number text box.

3 Click Submit.

IP Telephony Service Management

When you click the IP Telephony Service Management link in the list of
Call Server diagnostic tools, the IP Telephony Service Management page
opens as shown in Figure 10.

Figure 10
IP Telephony Service Management page

: Element Manager - Microsoft Internet Explorer

“Back v # ~ @ [ & | QSearch GFavorites @Meda 3| B~ S W ~ &

NEQRTEL

NETWORKS Site: 207.179.153.99 > System Status > Call Server >

IP Telephony Service Management

¥ System Status

¥ call server
2 IP Telephony Status Commands [ Filters | Command Parameters

> Gonfiguration Link status -- IP (STAT LINK IP) -
> Network Numbering Plan [server status — IP (STAT SERV IP) =
[ <o |
[

> Software Upgrade
> Patching [IP TN status -- TN (STIP TN} | |

> system Utility [Print DNs with a given IP address (PRT IPDN) = ||
> Administration
> Support

~ Logout Instruction: Select command, add value and click on [Submit]

Ll
Cancel

€] Done [T [dmterret 7

553-3001-332 Standard 1.00 October 2003



System Status  Page 45 of 160

This page is used to maintain IP Telephony Service Management elements.
The commands available from this page correspond to the data traditionally
maintained using the Ethernet and Alarm Management overlay, LD 117.

These commands are split between four separate drop-down lists according
to the element to which they apply:
e Link Status commands, including:
— STAT LINK IP
— STAT LINK SRV
— STAT LINK NAME
— STAT LINK NODE
e Server Status commands, including:
— STAT SERV IP
— STAT SERV TYPE
— STAT SERV APP
— STAT SERV NAME
— STAT SERV NODE
e [P TN Status
— STIP TN
— STIP TYPE
— STIP ZONE
— STIP NODE
— STIP HOSTIP
— STIP TERMIP
e Print DNs or IP addresses

— Print DNs with a given IP address

— Print IP addresses with a given DN
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Using this page, you can issue commands on elements by using the
appropriate Status Commands drop-down list and the corresponding
Command Parameters text box.

To perform maintenance activities using this page:

1 Select a command from one of the four Status Commands drop-down
lists.

2 Enter the appropriate value in the corresponding Command Parameters
text box.

3 Click the corresponding Submit button.

Core Common Equipment Diagnostic

When you click the Core Common Equipment Diagnostic link in the list of
Call Server diagnostic tools, the Core Common Equipment Diagnostic page
opens as shown in Figure 11 on page 47.

This page is used to maintain Core Common Equipment. The commands
available from this page correspond to data traditionally maintained using the
Core Common Equipment Diagnostic overlay, LD 135.

Using this page, you can issue status commands on Core Common Equipment
by using the drop-down list and the corresponding Diagnostic Value text box.
To perform maintenance activities using this page:

1 Select a command from the Diagnostic Commands drop-down list.

2 Enter the appropriate value in the corresponding Diagnostic Value text
box.

3  Click the Submit button.
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Figure 11
Core Common Equipment Diagnostic page

: Element Manager - Microsoft Internet Explorer

EBack v =+ 2| Qsearch [aiFavortes PiMeda 3| B~ S B - 5

NERTEL

NETWORKS Site: 207.179.153.99 > System Status > Call Server >

Core Common Equipment Diagnostic

¥ System Status

S ¢all Server
2 IP Telephony
> Configuration Status of the CPU card (STAT CPU) ~
> Network Numbering Plan
> Software Upgrade
> Patching Instruction: Select command, add value and click on [Submit]
> System Utility
> Administration
> Support
” Logout

K1
Cancel

|&)Done [ 4 mtermet 4

Call Server Report Log

When you click the Call Server Report Log link in the list of Call Server
diagnostic tools, if during the current session you have not previously entered
the PDT password, the PDT Password Portal page opens as shown in
Figure 12 on page 48.
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Figure 12
PDT Password Portal page

i Element Manager osoft Internet Explorer
| @search GFavorites @edia (8|

TEL
NETWORKS Site: 207.179.153.99 > System Status > Call Server >

PDT Password Portal

¥ System Status

< ¢all Server
3 IP Telephony Please enter PDT password of Call Server then press button [Next]

> N
Configuration

> Network Numbering Plan

> Software Upgrade PDT Password (PDT_PWD):
> Patching

> System Utility Next
> Administration

> Support

“ Logout

|€]Done [ T[4 mtermet 4

Enter the PDT password and click the Next button. The Report Utility page
opens as shown in Figure 13 on page 49.
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Figure 13
Report Utility page

: Element Manager - Microsoft Internet Explorer

*Back v & - @ af ‘ Qsearch [Favorites GMedia @“%' =) -8
NERTEL

NETWORKS Site: 207.179.153.99 > System Status > Call Server >

Report Utility

¥ System Status

2 call Server SYMLOAD RDOPEN RDSHOW

<" IP Telephony
> Configuration Display Latest Records 16 RDTAIL
> Network Numbering Plan .
> Software Upgrade Display Oldest Records  [16 ml
> Patching

668 RDGO

> System Utility —I

Display Record Number

> Administration Skip Records Display Records RD
> Support P Pay —I

“* Logout Skip Records Display Records RDS
Start Record Number Display Records 1 = VIEW

Backup Time (Hours) RDBACKUP RDBACKUPSHOW

Click a button to invoke a command. =]

|&)Dore [ e mternet |

Using a combination of text boxes, drop-down lists, and buttons, you can
view selected detail data on records in the rpt.log file.

The buttons on this page provide “one-click” access to the following
functions:

*  SYMLOAD — Loads Symbols.

*  RDOPEN — Opens the report file rpt.log.

*  RDSHOW — Shows details of the rpt.log file.
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RDTAIL — Shows x records up to the newest record in the rpt.log file
(where x is the configured display size).

RDHEAD — Shows x records starting from the oldest record in the
rpt.log file (where x is the configured display size).

RDGO — Displays the specified record.

RD — To browse the report records. Enter the number of records to skip
and the number of records to display.

RDS — To browse the report records with (symbolic) memory dump.
Enter the number of records to skip and the number of records to display.

VIEW — Views selected records. Enter a starting record number and
choose the number of records to view from the drop-down list. Negative
numbers indicate records previous to the starting record.

RDBACKUP —Displays the backup time interval for the report log.
Note: Backup Time (Hours) shows the default setting. Click
RDBACKUP to view the current setting.

RDBACKUPSHOW — Shows the last time the rpt.log file was saved.

The results are displayed in the box at the bottom of the page.

System Incremental Software Management (ISM) Parameters

When you click the System Incremental Software Management (ISM)
Parameters link in the list of Call Server diagnostic tools, the System ISM
Parameters page opens as shown in Figure 14 on page 51.
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Figure 14
System Incremental Software Management (ISM) Parameters page

& lorer =|al ll
Fie 17 +Back v = + @ [0 & | @search GaFavortes @veda B | B> S~ 5 ﬁ

NETWORKS Site: 207.179.153.99 > System Status > Call Server >
System Incremental Software Management (ISM) Parameters
¥ System Status
oy
* Call Server
o
3 IP Telephony NARE LIMIT LEFT USED
. . ANALOGUE TELEPHONES 32767 32763 [l
Configuration CLASS TELEPHONES 32767 32767 0
> Network Numbering Plan DIGITAL TELEPHONES 32767 32760 7
> Software Upgrade WIRELESS TELEPHONES 32767 32767 0
> f INTERNET TELEPHONES 32767 52752 15
» :att;hlnguﬂ. WIRELESS VISITORS 0 ] [
- VAL L !ty ACD AGENTS 32767 32764 3
Administration pca 0 (] 0
> Support ITG ISDN TRUNKS 32767 32767 0
# Logout 1P PEER H.323 TRUNKS 0 ] 0
ast 32767 32767 0
RAN CON 32767 32767 0
MUS CON 32767 32767 0
SURVIVABILITY 0 ] 0
™S 32767 32714 53
ACDN 32767 32754 13
amL 16 15 1
LTID 64 64 0
RAN RTE 32767 32767 0
ATTENDANT CONSOLES 32767 32767 0
BRIDSL 64 64 0
MPH DSL 100 100 0
DATA PORTS 32767 32767 0
PHANTOM PORTS 32767 32767 0
TRADITIONAL TRUNKS 32767 32767 0
DCH 80 7 1
TMDI D-CHANNELS 0 ] 0
Key Code Number | Key Code Value
KEV1 00000000
KEY2 00000000
KEY3 00000000
Return
€ [ [ [ I ntermet 4

The System ISM Parameters page provides a list of Incremental Software
Management (ISM) limits and Key Code values. This page lists the number
of ISM units that are available and the number that have been used.

Equipped Feature Packages List

When you click the Equipped Feature Packages List link in the list of Call
Server diagnostic tools, the Equipped Feature Packages List page opens as
shown in Figure 15 on page 52.

Succession 1000 Element Manager  System Administration



Page 52 of 160  System Status

Figure 15
Equipped Feature Packages List page

TEL
NETWORKS

¥ System Status
S ¢all Server
7 IP Telephony

> Configuration

> Network Numbering Plan

> Software Upgrade

> Patching

> System Utility

> Administration

> Support

” Logout

Site: 207.179.153.99 > System Status > Call Server >

Package Description [Package Number

Ontional Features (OPTF

Multi-Customer Operation (CUST)

Call Detail Recording, Teletyne Terminal (CDR)
Call Detail Recording, Teletype Terminal {CTY}
Recorded Announcement (RAN)

Time and Date (TAD)

Do Not Disturh Indvidual (DND)

End-to-End Signaling (EES)

Intercent Treatment (INTR)

Automatic Number Identification (ANI)

Automatic Number Identification, Route Selection (ANIR)

Basic Routing (BRTE)

Do Not Disturb Group (DNDG)

Make Set Busy (MSB)

Special Service for 2500 Sets (5525)

Digit Display (DDSP)

Office Data Administration System (ODAS)
Dial Intercom (DI}

Direct Inward System Access (DISA)

Charge Account for DR (CHG)

Charge Account/Authorization code (CAB)
Basic Authorization code (BAUT)

Centralized Attendant Service (Main) (CASM)
Centralized Attendant Service {Remate) (CASR)
Basic Queuing (BQUEY

Network Traffic must have NWH packages. (NTRF)
Network Class of Service (NCOS)

Call Park {CPRK)

System Speed Call (SSCY

Integrated Message Services (IMS)

Integrated Message Services (UST)
Integrated Message Services (UMG)
Recorded Overflow Announcement (ROA)
Network Signaling (NSIG)

Network Call Back Queuing (MCBQ)

Network Speed Call (NSC)

Basic Automatic: Call Distribution (BACD)
Automatic Call Distribution, Package B (ACDB)
Automatic Call Distribution, Package C (ACDC)

Equipped Feature Packages List

M|
4

[ [ |4 ntemet

Peripheral Software Version Data

This page provides package descriptions and the corresponding package
numbers for the equipped feature packages installed on the Call Server.

When you click the Peripheral Software Version Data link in the list of
Call Server diagnostic tools, the Peripheral Software Version Data page
opens as shown in Figure 16 on page 53.
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Figure 16

Peripheral Software Version Data page

Element Managel

NERT

EL
NETWORKS

¥ System Status
< ¢all Server
7 IP Telephony

Patching

PVYYVVYVY

Support
Logout

Configuration
Network Numbering Plan
Software Upgrade

System Utility
Administration

rosoft Internet Explorer

Fle 17 +Back v =+ ~ @ 2] A1 | Qsearch GFavorites @Meda 3| B~ S

Site: 207.179.153.99 > System Status > Call Server >

Peripheral Software Version Data

=[x

MDCS Version:

Peripheral Software Application \ersion Humber

Muttipurpose ISDN Signalling Link Basecode Loadware (MISP)

MISP BRI Line Application Loadware {BRIL}
MISP BRI Trunk Application Loadware (BRIT)

Muttipurpose Serial Data Link Basecode Loatiware (MSDL)

MSDL DCH Application (DCH)

UIPE PRI Loatiware Application (PRIE)
UIPE BRIT Loadware Application (BRIE)
NI2 TR1268 Datafile (NID2)

IS0 QSIG PRI2 Interface Datafile (ISIG)
NEW ZEALAND Interface Datafile (TCNZ)
ETSl Interface Datafile (ETSI

AUSTRIA Interface Datafile (AUS1)
DENMARK Interface Datafile (DEN1)
FINLAND Interface Datafile (FINT)
GERMANY Interface Datafile (GER1)
ITALY Interface Datafile (ITA1)

NORWAY Interface Datafile (NOR1)
PORTUGUAL Iiterface Datafile (POR1)
SWEDEN Interface Datafile (SWE1)
HOLLAND Interface Datafile (DUT1)
IRELAND Interface Datafile (EIR1)

SWISS Interface Datafile (SYW11)

SPAIN Interface Datafile (SPA1}

UK Interface Datafile (UKG1)

BELGIUM Interface Datafile (BEL 1)

ETSI master made Interface Datafile (NET1)
AUSTRALIA BRI Interface Datafile (AUBR)
HONGKONG PRI Interface Datafile {(HKPR)
HONGKONG BRI Interface Datafile {HKER)
SINGAPORE Iitterface Datafile (SING)
THAILAND Interface Datafile (THAN
AUSTRALIA, PRI Interface Datafile (AUPR)
ETSI OSIG PRI Interface Datafile (T1ES)
1SO QSIG PRI Interface Datafile (T11S)
ETSI QSIG GF Datafile (ESGF)

1SO QSIG GF Datafile (ISGF)

ETSI OSIG GF T1 Datafile (ESGFTI)

1SO QSIG GF T1 Datafile (ISGFTI}

"
83
82

‘@j Done

NEH

[ [ |4 ntemet

This page provides peripheral software application data and the
corresponding version numbers for peripheral software installed on the Call

Server.
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IP Telephony

Figure 17

When you click the IP Telephony link in the System Status Branch of the
navigation tree, the IP Telephony Information page opens (Figure 17).

This page contains information on configured Signaling Servers and ITG
cards and is arranged by node. Click on the icon beside the Node ID number
to view the elements assigned to the node.

For more information on IP Telephony, see IP Line: Description,
Installation, and Operation (553-3001-365) and IP Peer Networking
(553-3001-213).

IP Telephony Information page

Fle 17| +Back v =+ ~ @ [2] & | @Seach GaFavorites @Media B3| B & - 5

TEL
NETWORKS

¥ System Status
¥ call Server
2 IP Telephony

> Configuration

> Network Numbering Plan

> Software Upgrade
> Patching

> System Utility

> Administration

> Support

” Logout

Site: 207.179.153.99 > System Status >

IP Telephony Information

Yhoge  Node IP: Total
D:8 2001020020 elements: 4

Index  ELAN IP Type

¢, 002020030 Slonaling
Server

2002020031 Slnaling
Server

Signaling
Server

200202001

2002070035 1°
Pentium

[Click buttons to invoke a command

[ [amterret 7

There are seven buttons located to the right of the TN column for each IP
telephony element:

GEN CMD — Launches the General Commands page.

RPT LOG — Launches the Report Utility page (for Signaling Servers).
SYS LOG — Launches the Syslog page (for ITG Line Cards).

OM RPT — Launches the OM Report page.
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*  Reset — Resets the element.
Note: When you reset the Signaling Server on which the web server is
located, you must wait approximately five minutes and then log in again.
e Telnet (ELAN) — Opens a telnet connection to the element over the

Embedded Local Area Network using the element’s ELAN IP Address.

e Telnet (TLAN) — Opens a telnet connection to the element over the
Telephony Local Area Network using the element’s TLAN IP Address.

»  Status — Displays the status of the element.

General Commands

When you click the GEN CMD button, located beside the information for an
IP telephony element, the General Commands page for that element opens.
See Figure 18 on page 56.
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Figure 18
IP Telephony Information > General Commands page

i Element Manager osoft Internet Explorer =10 ll
| @seach GiFavorites @edia (3|

NETWORKS Site: 207.179.153.99 > System Status > IP Telephony Information > -

General Commands
¥ System Status
? call Server Element IP : 200.20.200.30  Element Type : SS
* IP Telephony Signaling Server Command cardRaleShaw = RUN

> Configuration

> Network Numbering Plan IP address 207.179.153.99 Number of Pings |3 PING

> Software Upgrade

> Patching Node nodePwilSet - SET

> System Utility Password

> Administration Graceful Disable Command [disServices =] RUN
> Support
“* Logout Click a butten te invoke a command. =

& [T T [@mtenet 4

From this page, you can issue diagnostic commands to the selected element.
To issue an IP Line application command:

1 Select a command from the drop-down list.

2 Click Run.

The results appear in the box at the bottom of the page.
Commands related to the node password are
* nodePwdSet — sets the node password

* nodeTempPwdSet — sets the temporary node password

553-3001-332 Standard 1.00 October 2003



System Status  Page 57 of 160

To set the node password:

1

Enter the password in the Node Password text box.

The password must be 6 - 14 characters in length. Valid entries are digits
0 through 9, and special character *.

Select nodePwdSet from the drop-down list.

Click Set.

If a non-zero length password is configured, all Internet Telephones that
attempt to register after the password is set will display a prompt
requesting the node password before allowing the TN to be modified.

A temporary node password can be configured to give temporary user access
to the TN for configuration. A temporary node password removes the need to
distribute the node password and the requirement to change it afterwards. The
temporary node password automatically deletes itself after it has been used
the defined number of times, or when the duration expires, whichever comes
first.

To set a temporary node password:

1

4
5

Enter the temporary password in the Node Password text box.

The password must be 6 - 14 characters in length. Valid entries are digits
0 through 9, and special character *.

Enter the number of times that you want to allow the temporary password

to be used in the Uses text box (maximum is 1000 times).

Enter the duration, in hours, for the temporary password in the Time-out
text box (maximum is 240 hours).

Select nodeTempPwdSet from the drop-down list.
Click Set.

From the General Commands page, you can ping any IP address from this
element. The default IP address is the address of the Call Server.
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To ping an IP address:
1  Verify that the entry in the IP address text box is correct.

2 Enter the number of pings that you want to send in the Number of Pings
text box.

3 Click Ping.

Report Log

When you click the RPT LOG button, located beside the information for the

Signaling Server, the Report Utility page for the Signaling Server opens
(Figure 19).

Figure 19
IP Telephony Information > Report Utility page

: Element Manager - Microsoft Internet Explorer

*Back v # ~ @ af ‘ Qsearch [HFavorites Filedia @“%' ) -8

NERTEL

NETWORKS

Site: 207.179.153.99 > System Status > IP Telephony Information >

Report Utility

¥ System Status
¥ call server
3 IP Telephony

> Gonfiguration

> Network Numbering Plan

> Software Upgrade

Element IP : 200.20.200.30  Element Type : SS

RDOPEN RDSHOW
RDTAIL RDHEAD

> Patching Display Record Number 1000 M
> System Utility g 5
> Administration Skip Records 0 Display Records 1 E‘
; f“PP":‘ Skip Records o Display Records 1~ |RDS
ogoul
Start Record Number 0 Display Records 1 > VIEW

Click a button to invoke a command.
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The four buttons at the top of this page provide “one-click” access to the
following functions:

*  RDOPEN — Opens the latest report file.
*  RDSHOW — Shows a summary of the report file.

RDTAIL — Shows x records up to the newest record in the report file
(where x is the configured display size).

*  RDHEAD — Shows x records starting from the oldest record in the
report file (where x is the configured display size).

To view selected detail data on records in the report file, use the text boxes,
drop-down lists, and the following buttons:

*  RDGO — Displays the record specified in the adjacent text box (where
-1 is the oldest record, 1000 is the most recent).

*  RD — To browse the report records. Enter the number of records to skip
and the number of records to display in the adjacent text boxes.

*  RDS — To browse the report records with (symbolic) memory dump.
Enter the number of records to skip, and select the number of records to
display using the adjacent text box and drop-down list.

* VIEW — Views selected records. Enter a starting record number and
select the number of records to view using the adjacent text box and
drop-down list. Negative numbers indicate records previous to the
starting record.

The results are displayed in the box at the bottom of the page.

Syslog

When you click the SYS LOG button, which is located beside the
information for an ITG Line Card, the Syslog page for the ITG Line Card
opens (Figure 20 on page 60).
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Figure 20
IP Telephony Information > Syslog page

i Element Manager - Mis oft Internet Explorer | =1 il
Fie |7? ®Back v & ~ @ Al | @search [HFavorites GMeda 3| B 5 E]

NERTEL

NETWORKS Site: 207.179.153.99 > System Status > IP Telephony Information >

Syslog

¥ System Status
3 ¢all Server
7 IP Telephony

> Configuration

Element IP : 200.20.200.35 Element Type : ITG Pentium

Syslog File to View LATEST =~ VIEW

> Network Numbering Plan LATEST SY5L0GO | sysLog1 | sysLoG2 | sY5L0G3 |
> Software Upgrade = =
> Patching Click a button to invoke a command. =]

> System Utility
> Administration
> Support

“ Logout

[ |4 mternet

To view a Syslog file:

1 Select a file using the Syslog File to View drop-down list.

2 Click VIEW.

Alternatively, click one of the five buttons below the Syslog File to view the
dialog box:

* LATEST — Displays the latest syslog file.

¢ SYSLOG.0 — Displays the file /C:/log/syslog.0 located on the
Media Card.

*  SYSLOG.1 — Displays the file /C:/log/syslog.1 located on the
Media Card.
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*  SYSLOG.2 — Displays the file /C:/log/syslog.2 located on the

Media Card.

*  SYSLOG.3 — Displays the file /C:/log/syslog.3 located on the

Media Card.

The contents of the file appears in the box at the bottom of the page.

Operational Measurement Reports

When you click the OM (Operational Measurement) RPT button, which is
located beside information for an IP telephony element, the OM Reports page

for that element opens (Figure 21).

Figure 21
IP Telephony Information > OM Reports page

NEQRTEL
NETWORKS

Site: 47.11.221.41 > System Status > IP Telephony Information >

View OM FileType: Signaling Server, ELAN IP: 47.11.221.38

v System Status ‘ iew OM File

? Gall Server | solectfile [ FieName | CreateTime ____|
2 I Telephony @ juiom{OMREPORT.252 THU SEP 11 00:00:00 2003

» ) [s] juiomiOMREPORT.253 FRI SEP 12 00:00:00 2003
Configuration

> . [l juiom{OMREPORT.254 SAT SEP 13 00:00:00 2003
Network Numbering Plan

» [s] juiomiOMREPORT.255 SUN SEP 14 00:00:00 2003
Software Upgrade

> N [l juiom{OMREPORT.256 10N SEP 15 00:00:00 2003
Patching

» . [s] juiomiOMREPORT.257 TUE SEP 16 00:00:00 2003
System Utility

> s [l juiom{OMREPORT.258 WED SEP 17 00:00:00 2003
Administration

> support [s] juiomiOMREPORT.259 WWED SEP 17 15:00:00 2003

 Logout collection_time : 9/10/2003 1:00 ﬂ

i2004Reg_ktt: O

i2004Reg_Fail: O
i2004Unreg_Att: 0
i2004kud_Setup: 0
i2004ditter_Avg: 0.0
i20047itter Max: O
i2004Latency Avg: 0.0
i2004Latency Max: 0
i2004Pkt_Lost: 0.00
i2004Voice_Time: O mins 0 secs
i2002Reg_Att: O
i2002Reg_Fail: O
i2002Unrec Att: 0
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To view an OM Report file:

1 In the Select File column, click the radio button beside the OM Report
that you want to view.

Note: There is a limit of eight OM Report files. Only the eight most
recent OM Report files are available on the system.

2 Click View OM File.

The contents of the file appear in the box at the bottom of the page.
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Contents

This section contains information on the following topics:

Introduction. . ... ... 64

Customer Explorer . ........ ... .. 65
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Feature options configuration. .. ........................... 68
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Flexible Code Restriction . .. ...t .. 98
Incoming Digit Conversion . .............ouiuvrinenennnnan.. 100
ZONC . o 103

Introduction

The Configuration branch of the navigation tree is used to launch web pages
that allow you to configure and edit data that relate to customers and their
equipment. At the bottom of the configuration web pages the following four
buttons appear:

*  Submit — Transmits changes to the Call Server.

¢ Refresh— Refreshes data from the Call Server. Refresh will overwrite
any changes that you have not yet submitted.

*  Delete — Deletes the item that you are editing or configuring.

*  Cancel — Discards the changes and returns to the appropriate
configuration page.

The configuration of route and trunk data blocks is context-sensitive. Logical
conditions are applied to each parameter associated with these data blocks to
determine whether the parameter should display in the web browser for a
particular configuration. The conditions are executed every time an
administrator makes a selection on a parameter. The browser only displays
parameters that meet the conditions for the selected configuration.

Element Manager’s Customer Explorer offers a more logical grouping of
parameters than the current overlays. For example, when configuring a route
data block, all parameters requiring mandatory inputs are grouped under the
heading Basic Configuration. As an administrator starts making selections in
the mandatory fields, additional parameters appear in the browser. Additional
route data block parameters are grouped under the headings Basic Route
Options, Network Options, General Options, and Advanced Configurations.
See Figure 31 on page 74.
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Customer Explorer

Figure 22

To configure or edit customer information, click the Customer Explorer link
under Configuration in the Navigation tree. The Customer Explorer
configuration Web page opens (Figure 22).

Customer Explorer configuration page

NEQRTEL
NETWORKS

> System Status
¥ configuration
3 customer Explorer
D-Channel
Common Equipment
Digital Trunk Interface
IP Telephony
Flex. Code Restriction
3 Inc. Digit Conversion
¥ Zone
> Network Numbering Plan
> Software Upgrade
> Patching
> System Utility
> Administration
> Support
 Logout

ernet Explorer

Fle 17| =Back v = ~ @ [@ 4} | @Search GiFavorites @Meda 3| B~ S W - E ﬁ

Site: 207.179.153.99 > Configuration >

¥ customer: 00
% Route: 10
% Route: 11
* Customer; 01
¥ customer: 02
% Route: 4

Customer Explorer

Choose a Customer Number:

Total routes: 2
Type: TIE
Type: FEX
Total routes: 0
Total routes: 1

Type: DID

Total members: 0
Description: ISDN ¥
TRUNMKS
Description: PSTN
Total members: 0
Total members: 0

Description: NONE

IE, to Add

20
0
0
0
2
==

[ [ |4 mternet o

From this page you can view information on existing customers, routes, and

trunks.

This page also contains buttons that link to additional Web pages. Follow

these links to:

e Add a new customer

e  Edit customer data

e Add anew route
e  Edit route data

e Add anew trunk
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e  Edit trunk data

e Delete multiple trunks

To add a new customer, select a number from the Choose a Customer Number
drop-down list and click to Add. To edit customer, route, or trunk data, or to
add new routes or trunks, click on the appropriate link.

Customer Properties

When you click the Edit button beside a Customer row in Figure 22 on page
65, the Customer Property Configuration page for that customer opens
(Figure 23).

The information entered in the Basic Configuration section of this page
corresponds to Default Customer Data Block information traditionally
configured using the Customer Data Block overlay (LD 15).

Figure 23
Customer Property Configuration page

net Explorer

| @search GaFavorites @heda 3| B~ S A ~ 5

NETWORKS Site: 207.179.153.99 > Configuration » Customer Explorer >

Customer 00 Property Configuration
> System Status
¥ Configuration
3 customer Explorer ¥ Basic configuration
D-Channel

Common Equipment Customer Data Block (CDB) (TYPE} cDB Read Only

Digital Trunk Interface
P gl'elephuny Customer number (CUST) oo O
Flex. Code Restriction ANI Attendant Billing number (ANATY 111

3 i .
* Inc. Digit Conversion NI Listed Directory Number (ANLD) 1111

=
?

Eane ~ Options (OPT) Edit

> Network Numbering Plan

> Software Upgrade
> Patching

> System Utility

> Administration

> Support

” Logout

3
@
3
@
3

> Feature Packages

Submit I Refresh Delete Cancel

* Mandatory fieids of current configuration

[&] Done [ [ | 4 mntenet 4
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Figure 24

When you click the to Add button beside a Customer row in Figure 22 on
page 65, the New Customer Property Configuration page for that customer
opens (Figure 24).

New Customer Property Configuration page

TEL
NETWORKS

> gystem Status

V¥ Configuration
@ Gustomer Explorer
3 D-Channel
¥ ¢ommon Equipment
9 Digital Trunk Interface
% IP Telephony
' Flex. Code Restriction
2 Inc. Digit Conversion
3 Zone

> Network Numbering Plan

> Software Upgrade

> Patching

> system Utility

> Administration

> Support

* Logout

ternet Explorer

GBack v = v @ o | @search GaFavorites @Diveda 3| v & Wl ~ 2

Site: 207.179.153.99 > Configuration > Customer Explorer >

New Customer 3 Property Configuration

¥ Basic Gonfiguration

Input Description Input Value

Customer Data Block {CDB) {TYPE) CDB Read Only

Custormer nurmber (CUST) 3 Read Only
ANI Attendant Billing number (ANAT)

ANI Listed Directory Number (ANLD)
Options {OPT) B

> Feature Packages

Submit Cancel

* Mandatory fields of current configuration

[ [ |4 mternet 4

In the Basic Configuration section of these web pages, you can do the
following:

e  Configure the Automatic Number Identification (ANI) billing number
for attendants making ANI calls (ANAT).

e Configure the ANI Listed Directory Number (ANLD).
e Click the Edit button beside Options (OPT) to edit available options.

To save changes made in these sections, click Submit at the bottom of the
page.
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Feature options configuration

When you click the icon located to the left of the Feature options
(FTR_DATA) heading, the section expands to show parameters associated
with Feature options (Figure 25).

The information entered in the feature options section of the Customer
Property Configuration page corresponds to FTR (Features and options) data
traditionally configured using the Customer Data Block overlay (LD 15).

This section of the web page also includes sub-sections that allow you to
configure:

*  Boss Secretary Filtering Enhancement (BSFE)

e Virtual Office Automatic Logout (VO_ALO)

¢ Conference Display (CONF_DSP)

Figure 25
Feature options (FTR_DATA) configuration
v
- Special Prefix number (SPRE)
- Network Authorization Code (NAUT) r
- Internaliexternal definition (IDEF) r
- Analog Semi-Permanent Connection re-connection l—
Timer (ASPCT) Range: 10 - 180
- Network Station Camp-On to sets on this node r
(NSCP)
- List Entry Number Delimiter {LEND) |Nn delimiter(*) (NO) =l
- Mandatory Speed Call Delimiter (MSCD) [l
- Serial Data Interface Port Monitor (PORT) 0 ~
v
-- Lamp status when hoss's set has BSFE active - - -
andis idle (ACT_IDLE) ILCD Lamp flash rate is 60 impulses per minute. (WINK) j
-- Lamp status when hoss's set has BSFE active - - -
andis idle (ACT_BUSY) ILCD Lamp flash rate is 30 impulses per minute. (FLSH) j
-- Lamp status when boss’s set doesn't have BSFE A
active and is idle (DACT_IDLEY [LCD Lamp is off. (DARK) =
- - Lamp status when boss’s set doesn’t have BSFE -
active and is busy (DACT_BUSY) ILCD Lamp is on. (LIT) j
~
- - Virtual Office Automatic Logout time using 24 l__l
hour clock (VO_ALOHR) 0 -
v
- - Enable Conference Count Display Field r
(CNFFIELD)
-- Change Conferees Count Display Field Name l—
(CHF_NAME)
- - Enable Internal Conferees Count display field r
(INTFIELD)
- - Change Internal Conferees Count display field li
(INT_NAME)
- - Enable Total External Conferees Count display r

field (EXTFIELD)

- - Change Total External Conferees Count field l—
name (EXT_NAME)

To save changes made in this section, click Submit at the bottom of the page.
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Listed Directory Number options configuration

When you click the icon located to the left of the “Listed Directory Number
options (LDN_DATA)” heading in Figure 23 on page 66, this section
expands to allow you to view and edit the parameters associated with LDN
options (Figure 26).

Figure 26
Listed Directory Number options (LDN_DATA) configuration
v

- Listed Directory Number 0 (LDNO) ,7
- Attendant consoles associated with LDNO (LDAD) ,—
- Listed DN 1 (LDN1) ,—
- Attendant consoles associated with LDN1 (LDA1) ,7
- Listed DN 2 (LDN2) ,7
- Attendant consoles associated with LDN2 (LDAZ) ,—
- Listed DN 3 (LDN3) ,—
- Attendant consoles associated with LDN3 (LDA3) ,7
- Listed DN 4 (LDN$) ,7
- Attendant consoles associated with LDN4 (LDA4) ,—
- Listed DN 5 (LDN5) ,—
- Attendant console associated with LDNS {(LDAS) ,7
- Attendant Incoming Indicators (ICIy ,7

The information entered in the Listed Directory Number options section of
the Customer Property Configuration page corresponds to LDN (Listed
Directory Number) data traditionally configured using the Customer Data
Block overlay (LD 15).

To save changes made in this section, click Submit at the bottom of the
Customer Property Configuration web page.
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ISDN and ESN Networking options configuration

When you click the icon located to the left of the “ISDN and ESN Networking
options (NET_DATA)” heading in Figure 23 on page 66, this section
expands so you can view and edit parameters associated with networking
options (Figure 27), including the Calling Line Identification (CLID)
parameters.

The information entered in the ISDN and Networking options section of the
Customer Property Configuration page corresponds to NET (Networking)
data traditionally configured using the Customer Data Block overlay

Figure 27
ISDN and ESN Networking options (NET_DATA) configuration
v
- Transfer on ringing of supervised external -
runks (TRNX)
igélLrln)mﬂnrmatmnfm incomingloutgoing calls I No manipulation is dane (NO) j
- Conhection of supenvised external trunks (EXTT) -
iFFTI?]::]iI;Ie Trunk to Trunk Connection Option ICUnnECtiDns Restricted (FRES) j
- Home DN (HMDN)
- Flexible Orhiting Prevention Timer (FOPT) 14 =
- Country Code {CNTC) ’7
- National Access Code (NATCy
- International Access Code (INTC)
v
- - CLID entry size (SIZE} -
- - Country code (INTLY ,—
- - CLID entry data (ENTRY_GRP)

When you click on the Add New button in the CLID section, the New Calling
Line Identification option page opens (Figure 28 on page 71).
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Figure 28

New Calling Line Identification option page

<} Element Mana
FBack * & ¥

NEQRTEL
NETWORKS

> System Status
¥ Configuration

3 customer Explorer
D-Channel
Common Equipment
Digital Trunk Interface
IP Telephony
Flex. Code Restriction
7 Inc. Digit Conversion
¥ Zone
> Network Numbering Plan
> Software Upgrade
> Patching
> System Utility
> Administration
> Support
“ Logout

3
3
3
3
3

icrosoft Internet Explorer

| Qsearch GFavortes PMeda 4| Ehv S

=]

Site: 207.179.153.99 > Configuration > Customer Explorer > New Customer 3 Praperty Configuration »

New Customer 3, - - CLID entry data Configuration

¥__cLD entry data

Input Description Input Value

-~ CLID entryto be configured {ENTRY)

Services I

- - - National code for home national number
{HNTN)

- - - Home Local Number for
Access calls (ESA_HLCL)

- - - Home National Number for Emergency Services r
Access calls (ESA_INHN)

-~ Append the originating Directory Number I

for Emergency Services Access calls (ESA_APDN)

- - - Local codefor home local number or Listed li

DN (HLCL)

---UseDNasDID (DIDN) YES (YES) b

ISend internal Directory Number (DN)j

- - - Home location code (HLOC_CLID)

- - - Local steering code (LSC_CLID)

- - Send information to a CLASS set as the
calling number (CLASS_FMT)

Return - - CLID entry data Cancel |

‘@ http://207.179.153. 100/fs/contexticallsvr/sr_entry hitm # ‘ ‘ ‘

| mternet 4

Clicking on the Return - - CLID entry data button will save your changes
and return you to the CLID entry page.

Night service options configuration

When you click the icon located to the left of the “Night service options
(NIT_DATA)” heading in Figure 23 on page 66, this section expands so you
can view and edit parameters associated with night service feature (Figure 29
on page 72).
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Figure 29
Night service options (NIT_DATA) configuration
7

- Network Alternate Route Selection Interdigit
Timer (NIT) ,E
- First Night Service DN by Time of Day (NIT1)
- Hour and Minute for First Night Service DN ,7
(TIM1)
- Second Night Service DN by Time of Day (NIT2) ,7
- Hour and Minute for Second Night Service DN ,7
(TIM2)
- Third Night Service DN by Time of Day (NIT3) ,7
- Hour and Minute for Third Night Service DN ,7
(TIM3)
- Fourth Night Service DN by Time of Day (NIT4)
- Hour and Minute for Fourth Night Service DN ,7
(TIM1)

The information entered in the Night Service options section of the Customer
Property Configuration page corresponds to NIT (Night Service) data
traditionally configured using the Customer Data Block overlay (LD 15).

To save changes made in this section, click Submit at the bottom of the
Customer Property Configuration web page.

Feature Packages

When you click the icon located to the left of the “Feature Packages” heading
in Figure 23 on page 66, this section expands so you can view software
feature packages (Figure 30 on page 73).

Note: You can only view and edit the parameters of feature packages
that have been enabled on your Succession 1000 or Succession 1000M
system. Feature packages cannot be removed or added from Element
Manager.

Click the icon located to the left of the feature package name to view and edit
the parameters associated with the feature package. For feature packages that
are not equipped for the customer, Element Manager includes a button
labeled To Order. This button provides a link to information on how to order
the feature package.
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Figure 30

Feature Packages
YFeature Packages
> Do Not Disturb Individual Package: 9
¥ End-to-End Signaling Package: 10

r

End-to-End Signalling Digit Display (EESD) r
> Message Waiting Center Package: 46
> New Flexible Code Restriction Package: 49
> SetRelocation Package: 53
> Network Alternate Route Selection Package: 58
> Distinctive Ringing Package: 74
> Departmental Listed Directory Number Package: 76
> command Status Link Package: 77
4 automated Modem Pooling Package: 78— Unequipped  EKSESl
> pretransiation Package: 92
> Dialed Number Identification System Package: 98
> Malicious Call Trace Package: 107
> Incoming Digit Conversion Package: 113
> Directed Call Pickup Package: 115
> Entianced Music Package: 119

To save changes made in this section, click Submit at the bottom of the
Customer Property Configuration web page.

Route Properties

When you click the Edit button beside a Route row (as shown in Figure 22
on page 65), the Route Property Configuration page for the selected customer
and route opens (Figure 31 on page 74).

The information entered in the Basic Configuration section of this page
corresponds to Route Data Block information traditionally configured using
the Route Data Block overlay (LD 16).

For information on configuring routes, see IP Peer Networking
(553-3001-213).
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Figure 31
Route Property Configuration page

3 Element Manager - Microsoft Internet Explorer - i .= il
*Back v & ~ @ af ‘ Qsearch [Favorites GMedia 8“%' S -8 -

NERTEL

NETWORKS Site: 207.179.153.99 > Configuration > Customer Explorer >

Customer 00, Route 10 Property Configuration
> System Status
¥ configuration

3 customer Explorer ¥ Basic Configuration
2 D-Channel
¥ common Equipment Route Data Block (RDB) (TYPE) RDB Read Only
e
;‘ :::?;tall T:Iunk Interface Customer number (CUST) o reauony
elephony
¥ Flex. Code Restriction Route Number (ROUT) 10 Read Onty
2 b :
: |Z"‘3- Digit Conversion Designator field for trunk (DES) ISDN V¥ TRUNKS
¥ Zone
> Network Numbering Plan Trunk Tyme (TKIP) e Read Only
> Software Upgrade Incoming and Outgoing trunk (ICOG) [Incoming and Outgoing (140) ~|
> Patching Access Code for the trunk route (ACOD} 8110 5
> System Utility =
» - "
Administration - Zone for codec selection and bandwidth 000

> Support management (ZONE) Range: 0 - 255
~ Logout - Node ID of signaling server of this route ,7
B ronge:
(NODE) inge: 0 - 9999
Protacal ID-or the route (PCID) H323 (H323) ~

v
~Madle of operation (MODE) [Route uses ISDN Signaling Link (1ISLD) =]
- D channel number (DCHy 10 Range: 0 - 159
- Interface type for route (FCY [Meridian M1 (SL1) =l
- Private Network |dentifier (PNIy 00002 Range: 0 - 32700
- Network Calling Name Allowed (NCNA) v
4
- - Trunk Route Optimization (TRO) v P
- Recognition of DTI2 ABCD FALT signal for ISL -

(FALT)

- Chaninel Type (CHTY) B-channel (BCH) bd

;ccra\l’lpT)ype for outgoing direct dialed TIE route [Onknown Gall ype {URWN) =]
- Insert ESN Access Code (INAC) [mi
-
=
> Basic Route Options |~
& [ [ ] e mternet

Basic Configuration

In the Basic Configuration section of this web page (Figure 32 on page 75),
you can do the following:

*  Assign a Route Number (ROUT) using the drop-down list.
* Enter a Designation (DES) for the route.
*  Select a Trunk Type (TKTP) from the drop-down list.
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e Use the drop-down list to indicate that the trunk is Incoming and/or

Outgoing (ICOG).

e Assign an Access Code (ACOD) to the trunk route.

Element Manager may request that you enter data for additional parameters,
depending on what you entered in the Basic Configuration fields. Choices in
the drop-down lists for every parameter in the Basic Configuration fields are
determined by the data entered above that field. See Figure 32.

Figure 32

Basic Configuration for routes

¥ Basic configuration

Route Data Block (RDB) (TYPE)
Customer number (CUST)

Route Number (ROUT)

Designator field for trunk (DES)

Trunk Type (TKTF)

Incoming and Outgoing trunk (1COG)
Access Code for the trunk route {ACOD)
- Zone for codec selection and andwitth
managerment (ZONE)

- Node ID of signaling server of this route
{NODE}

- Pratocol ID for the route (PCID)

- Mode of operation {MODE}

- D channel numher (DCH)

- Interface type for route {IFC)

- Private Network Identifier (PNI)

- Network Calling Name Alloved (NCNA)

- - Trunk Route Optimization (TRO)

- Recognition of DTI2 ABCD FALT signal for ISL
FALT)

- Channel Type (CHTY)
- Call Type for outgoing direct dialed TIE route
{CTYP)

- Insert ESN Access Code {INAC)

- - Prefix table humber to be associated with
this route (TBL)

Input Description

RDB Read Only

oo Reasomy
10 Read Only
ISDN V TRUNKS

[TIE Read Only
IIm:nming and Outgoing (IAO)j

B110 .

17

1000 Range: 0 - 255
8 Range: 0 - 0099
H323 (H323) =

I

IRuutE uses ISDN Signaling Link {ISLD)

10 Range: 0 - 159

[Meridian M1 (SL1)

100002 Range: 0 - 32700
12

I3

=2

-

B-channel (BCH) hd

[Unknown Call type (UkwiN) =]
-
-
=2

e

_Iﬂ_

To save changes made in this section, click Submit at the bottom of the Route
Property Configuration web page.
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Basic Route Options

In the Basic Route Options section of this web page (Figure 33 on page 77),
you can use the check boxes to activate the following options for this route:

e Billing Number Required (BILN)

e Call Detail Recording (CDR)

¢ Controls or timers (CNTL)

e Conventional (Tie trunk only) (CNVT)

e Incoming DID Digit Conversion (IDC)

¢ Process Notification Networked Calls (PNNC)

In addition, you can use the drop-down list to select a Multifrequency
Compelled or MFC Signaling (MFC) type.

Note: The route used in this example is a TIE trunk route. The inputs
requested by Element Manager will vary depending on your responses to
earlier input requests, including Trunk Type (TKTP).

Depending on which boxes are checked in the preceding list, Element
Manager may request that you enter data for additional parameters as shown
in Figure 33 on page 77.
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Figure 33

Basic Route Options configuration

¥ Basic Route Options

- Billing Number Length (BLEN)
- Billing nurmber (BNUM}

- Billing Number Displayed (BDSP)

- CDR records generated on incoming calls (INC)

- CDRrecord printing content eption for
redirected calls (LAST)

- CDR on outgoing calls (DALY
- North American Toll scheme (NATL)

- Trunk Timers (TIMRY

- Seizure Supervision Timer in seconds (SST)

Muttifrequency Compelled or MFC Signaling (MFC)

- Pracess Notification Delay Timer in seconds
{PNDL)

- Select Tone or Message (SLCT)
- Notification Route number (NRT)
- Number of times Message is repeated (NMSG)

- Interval between messages {2 seconts
increments) (PNPS)

Input Description

111?‘.aa1111a1“.ai
4

[No MFC (NO)
I
6=l
j'
Range: 0511
o=l
o=l

L«

To save changes made in this section, click Submit at the bottom of the Route
Property Configuration web page.

Network Options

Figure 34 on page 78 provides an example of the input requested in the
Network Options section for the route in Figure 31 on page 74. The actual
input that Element Manager requests will vary depending on the type of route
and your responses to earlier input requests.
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Figure 34
Network Options for routes

¥ Network Options
Electronic Switched Network pad control (ESN) [
Signaling arrangement (SIGO) | Standard (STD) j
Route Class (RCLS) [Route Class marked as external (EXT) ]
Off Hook Queuing (OHO) [
Off-Hook Queue Threshold {OHQT) ,E
Call Back Queuing (CBQ) [m
Number of Digits (NDIG) 27+
Authcode (AUTH) [

To save changes made in this section, click Submit at the bottom of the Route
Property Configuration web page.

General Options

Figure 35 provides an example of the input requested in the General Options
section for the route in Figure 31 on page 74. The actual input that Element
Manager requests will vary depending on the type of route and your responses
to earlier input requests.

Figure 35
General Options for routes

¥ General Options

Input Description Input Value
Near End Disconnect Control (NEDC) Origina[ing end control (ORG) -
Far End Disconnect Control (FEDC) [Originating end contral (ORG) ]
M1 is the only Controlling Party on incoming r
calls (CPDC)
Dial Tone on originating calls (DLTN) ~

Hold failure threshold (HOLD) 0202 40

Seize failure threshold (SEIZ) 02 02

Supervision Failure (SVFL) 0202

Trunk Access Restriction Group (TARG) 01

Atternate trunk route for outgoing trunks (STEP) Range: 0511
Actual outgoing toll digits to be ignored for l—

Code Restriction (OABS)

Display IDC Name (DNAM) r

Enable Equal Access Restrictions (EQARY 4

North American Toll calls (ie., f+calls) (NTOL) [Deny North American Toll ealls (i.e., 1+ calls) (DENY) x|

International Toll calls &2, 011+calls) ATOLY [Deny International toll calls (i.e., 011+calls) (DENY) x|
I3

- Number of DNIS Digits (NDGT} 4 -

- First or last 4 DNIS digits to be sent on APL lﬁ

and HSL (WDGT) Last (L)

Include DHIS number in CDR records (DCDRY r
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To save changes made in this section, click Submit at the bottom of the Route
Property Configuration web page.

Advanced Configurations

Figure 36 and Figure 37 on page 80 provide an example of the input
requested in the Advanced Configurations section for the route in Figure 31
on page 74. The actual input that Element Manager requests will vary
depending on the type of route and your responses to earlier input requests.

Figure 36
Advanced Configurations for routes

¥ advanced Configurations

Input Description Input Value

Malicious Call Trace Alarm is allowed for
external calls (ALRM)

ANI table Entry for Route (ANIE) Range: 0511
ANl identifier number (ANTK)

AC15 Timed Reminder Recall {ATRR)

Block Transfer of Unanswered Call (BTUA)
CIS ANI Category Code (CAC_CIS)

Collect Call Blocking Allowed (CCBA)

Call Forward Restriction (CFWR)

113111“3‘1
4

Maximum number of CNI digits (CLEN)

=y
(=1
4

Time (in seconds) that an extension is allowed to
ring or be On-hold or Call Park before the trunk
is disconnected (DCTI)

Default Model number{Option 11C) (DMOD)

Range: 0- 511

Morth American Distinctive Ringing for incoming
calls (DRNG)

Facility Restriction Level (FRL) Range: 0 - 254
Home Local Number {HLCL)
Home National Number (HNTN)

In-Band Automatic Number Identification route
(IANIY

Internaliexternal definition (IDEF) Use network info (NET) >

Identify Originating Party (IDOP)

i

Insert (INST)
Manual Outgoing trunk route (MANO)
Manual Route (MNL)

111“1
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Figure 37

Advanced Configurations for routes (continued)

North American Toll scheme (NATL)
Outgoing Identifier Send (OGIS)

Off-Hook Timer Delay (OHTD)

Outpulsing Route (OPR)

Pseudo Answer (PANS)

Periodic Clearing Signal (PECL)

Priority Level (PLEV)

Protocol Selection {PSEL)

Preference Trunk Usage Threshold (PTUT)

Port Type at far end (PTYP)

Radio Paging Route (RPA)
Route Number {RTN)

Satellite used for trunk route (SAT)

Route traffic information in ACD Reports {(RACD)

CPP/CPPO flag for incoming hon-ISDN trunk call

immediately on the incoming bearer trunk (VRAT)

El‘l?l‘l‘lﬂ?l‘l
4

[DM-DM Protocol Selection (DMDM) = |

0 Range: 0 - 510

[Analog TIE trunks (ATT)

|
4

r

tandemed to this trunk route ({TCPP) r

Trunk Identity (TIDY) W
Tromboning (TRMB) I

Recall sjgnal (may not) may be received and r

transmitted on this route (TRRL)

Tone Table number (TTBL) 0 -

Answer an Attendant Extended Call over VNS r

Scheduled Access Restriction Group (SGRP) (1] Range: 0 - 999
Special Service List number (SSL) -
Standard Signaling Type (STYP) |Standard Data (SDAT) j

To save changes made in this section, click Submit at the bottom of the Route
Property Configuration web page.

Trunk Properties

When you click the Edit button beside a Member row in Figure 22 on page
65, the Member Property Configuration page for the selected customer, route,
and trunk opens (Figure 38 on page 81).
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Figure 38
Member Property Configuration page for trunks

NQORTEL

NETWORKS Site: 47.11.216.167 > Configuration > Customer Explorer >

Customer 01, Route 2, Member 1 Property Configuration

> System Status
v Configuration

¥ Basic Configuration

o
4 Customer Explorer Input Description T
D-Channel Trunk data block (TYPE) DD Read Only

Common Equipment
Digital Trunk Interface
IP Telephony

Flex. Code Restriction
Inc. Digit Conversion
¥ Zone

Terminal Number (TN) [0700002 | Read Only

Designator field for trunk (DES) IW

Extended Trunk (XTRK) [Extended Universal Trunk card ¢<UT) =l
Customer number {CUST) [ ReadOny

Route number, Member number (RTME) -

PR

: Network Numbering Plan Level 3 Signaling (SIGL) [Loop Dial Repeating (LOR) =l
> Software Upgrade Card Density (CDEN) iD Read Only
Patching Start t Incoming (STRI [immediate (kM =
> system Utility art arrangement Incoming (STRI) mmediate (M)
> pdministration Start arrangement Dutgoing (STRO) [immediate ghing =l

Increase or decrease the member numbers (INC) [ Increase channel and member number (YES) =]
Class of Service (CLS)

> Support
% Logout

> pdvanced Trunk configurations

Subrmit Refresh Delete Cancel

* Mandatory fields of curtent configur ation

[ 4 ntemet

[ Dare [

When you click the Add Trunk button beside a Member row in Figure 22 on
page 65, the Member Property Configuration page for the selected customer,
route, and trunk opens (Figure 39 on page 82).
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Figure 39

New Member Property Configuration page for trunks

RTEL
NETWORKS

> gystem Status
¥ Configuration

3 gustomer Explorer
D-Channel
Common Equipment
Digital Trunk Interface
IP Telephony
Flex. Code Restriction
¥ Inc. Digit Conversion
7 Zone
> Network Numbering Plan
> Software Upgrade
> Patching
> gystem Utility
> Administration
> Support
” Logout

@
@
@
@
@

rnet Explorer

Fle 1”| “Back v = ~ @ 2 | Dsearch GaFavorites @veda 3| B~ & Wl ~ = ﬁ

Site: 207.179.153.99 > Configuration > Customer Explorer >

Customer 02, Route 4, New Member Configuration

¥ Basic configuration

Input Description Input Value

Mutiple trunk input number (MTINPUT) -

Trunk data block (TYPEY DID Read Only

Terminal Number (TN) .
Designator field for trunk (DESH

Extended Trunk (XTRK) |

Customer humber (CUST) 02 Read Only

Route number, Member number (RTMB)

Level 3 Signaling (SIGL)

Card Density (CDEN)

Start arrangement Incoming (STRI)

Start arrangement Outgoing (STRO)

Channel ID for this trunk. (CHID) Range: 1-382

Increase or decrease the member numbers (INC) ||r|[;rgasg channel and member number (YES)j
Class of Service (CLS) En

> advanced Trunk Cenfigurations

Submit Cancel

* Mandatory fields of current configuration

[ [ |4 mternet .

Input to the Member Property Configuration pages is divided into two
categories:

1 Basic Configuration

2 Advanced Trunk Configurations

Basic Configuration

In the Basic Configuration section of these web pages (Figure 38 on page 81
and Figure 39), you can perform the following tasks:

*  Enter a Designation (DES) for the trunk.

e Select an Extended Trunk (XTRK) card type from the drop-down list.
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¢ Edit the route or member number in the Route number, Member Number
(RTMB) text box.

e Use the Level 3 Signaling (SIGL) drop-down list to select a Level 3
signaling method.

e Use the Start arrangement Incoming (STRI) drop-down list to select a
start arrangement for incoming calls.

e Use the Start arrangement Outgoing (STRO) drop-down list to select a
start arrangement for outgoing calls.

e Use the Increase or decrease the member numbers (INC) drop-down list
to select either increasing channel numbers and member numbers or
increasing channel numbers and decreasing member numbers.

¢ Click the Class of Service (CLS) Edit button to view Class of Service
information for the trunk.

Note: The member used in this example is a TIE trunk. The inputs
requested by Element Manager may vary depending on your responses
to earlier input requests.

To save changes made in this section, click Submit at the bottom of the
Member Property Configuration web page.

Advanced Trunk Configurations

Figure 40 on page 84 provides an example of the input requested in the
Advanced Trunk Configurations section for the TIE Trunk in Figure 38 on
page 81.
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Figure 40

Advanced Configurations for trunks

¥ advanced Trunk Configurations

- Event Group for USM message (APG)
Auto Terminate DN (ATDN)

Music Conference Loop (CFLP)

Call Modification Features restriction (CMF)
Digit Collection Reay (DTCR)
Muttifrequency PAD (MFPD)

Network Class of Service group (NCOS)
Night Service Group number (NGRP)

Night Service directory number (NITE)
Puise Code Modulation Law (PCML)

Pad Category table number for didgital trunks
{PDCA)

Private Line Directory Number (PRDN)
Is the ISPC link used by a D-channel (SDCH)
Signaling Category table number (SICA)

Connection Reference Number (SREF)

- Supenvision Type (STYP)
Step-by-step CO trunk (SXS)

Trunk Identifier (TKID)

Injiut Description

F“{

Range: 0 - 159

El-m-l“

o
<

Range: 1- 9999009

FF]

[Polarity Insensitive Pack (PIP) |
-

—

Note: The member used in this example is a TIE trunk. The inputs
requested by Element Manager may vary depending on your responses
to earlier input requests.

To save changes made in this section, click Submit at the bottom of the web

page.

Delete multiple trunk members

When you click Multi-Del located beside a member row in Figure 22 on page
65, the Delete multiple trunk members page for the selected member opens
(Figure 41 on page 85). On this page, the information for the Parent Route is

read-only.
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Figure 41
Delete multiple trunk members page

NERTEL

NETWORKS Site: 47.11.216.167 > Configuration  Customer Explorer >

Customer 01, Route 4, Delete multiple trunk members

> System Status
¥ Configuration Parent Route Information
3 Customer Explorer Input Desaription 5 O i s
D-Channel Customer number (CUST_NUM) 01 Read Only
Common Equipment Route number (ROUT_NUM) & Read Only

Digital Trunk Interface Route destription (ROUT_DES) DIG_DID Read Only

IP Telephony
Flex. Code Restriction Trunk type (TKTP) hus Read Only

Inc. Digit Conversion Total trunk members (TOTL_TN) 2 Read Only

3 Zone Select TN and deleting number
> Network Numbering Plan
> goftware Upgrade Set starting TN number to be deleted (OUT) hember: 1, TN 007 000 03 =
> Patching Set total trunk number to be deleted (up to 32)  [1 2]
> system Utility
> Administration
> Support

I3 Logout Delete Cancel

|21 Dene [ [ [ Intemet i

To delete multiple trunk members using this page:
1 Use the drop-down list to set the starting TN to be deleted.

2 Use the Set total trunk number to be deleted drop-down list to indicate
the total number of trunks to be deleted (up to 32).

3 Click Delete.

D-channel

To configure or edit D-channel information, click the D-channel link under
Configuration in the Navigation tree. The D-channel configuration page
opens (Figure 42 on page 86).

For information on configuring D-channel information, see IP Peer
Networking (553-3001-213).
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Figure 42
D-channel configuration page

a Element Manager - Microsoft Internet Explorer

“Back v = v @ 2 | @search GaFavorites @neda 3| B~ S Wl » =

NEORTEL

NETWORKS Site: 207.179.153.99 » Configuration >

D-Channel

> gystem Status

¥ Configuration
3 gustomer Explorer
3 p-Channel
3 ¢ommon Equipment
7 pigital Trunk Interface
3 IP Telephony
7 Flex. Code Restriction
3 Inc. Digit Conversion
3 Zone

> Network Numbering Plan

> Software Upgrade

> Patching

> gystem Utility

> Administration

> Support

” Logout

< Channel: 10 Type: DCH

cnoose a b-channet humber: [0 7] anatype: [DCH | =| todd |

Card Type: DCIP.

Descriptian:
SCSE1SSNoden

|4 Internet

From this page you can view basic information on existing D-channels.
This page also contains buttons that link to additional Web pages. Follow
these links to do the following:

* Add a new D-channel

e Edit D-channel data

To add a new D-channel, select a number from the Choose a D-channel
Number drop-down list, select a type of D-channel from the type drop-down
list, and click to Add. To edit the configuration information on an existing
D-channel click the Edit button located to the right of the Description field.
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Figure 43

When you click the to Add button or any of the Edit buttons in Figure 42 on
page 86, the D-channel Property Configuration page for that channel opens

(Figure 43).

D-channel Property Configuration page

NERTEL
NETWORKS

> gystem Status
¥ Configuration

3 gustomer Explorer
D-Channel
Common Equipment
Digital Trunk Interface
IP Telephony
Flex. Code Restriction
¥ Inc. Digit Conversion
7 Zone
> Network Numbering Plan
> software Upgrade
> Patching
> gystem Utility
> Administration
> Support

3
@
3
@
3

” Logout

! Element Manager - Microsoft Internet Explorer

Fle |7 +Back v = ~ @ [ & | @search CaFavortes Feda 3| B~ S ~ H &

¥ Basic configuration

Action Device And Number (ADAN) (TYPE)
D channel Card Type (CTYP)

Card number {CDNO)

Port number (PORT)

Designator (DES)

User {USR)

Interface type for D-channel (IFC})

Country (CNTY)

D-Channel PRI loop number {DCHL)

Primary Rate Interface (PRI)

Secondary PRI2 loops (PRI2)

Meridian 1 node type (SIDE)

Release ID of the switch at the far end (RLS)
Central Office switch type (CO_TYPE)

Integrated Senvices Signaling Link Maximum (SLM)
>
>

> Feature Packages

Submit Refresh

Site: 207.179.153.99 > Configuration > D_Channel >

D-Channel 0 Property Configuration

Input Description Input Value

Delete

L =10l x|

DCH Read Only

H-
[ =

|

E—

-

|

|Meridian DMS-100 (D100}
IETS 300 =102 basic protocol (ETSI)

—
—
—

IS'aVE to the controller (USR)

|

25 ~
[100% compatible with Bellcore standard (STD) =]
200 Range: 1-382

Cancel

|4 Internet

N
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In the D-channel Property Configuration page, you can:
e Enter Basic Configuration.

— The information entered in this section corresponds to ADAN and
ADAN DCH (Action Device and Number, D-channel and back-up
D-channels) data traditionally configured using the Configuration
Record 1 overlay (LD 17). In addition to basic D-channel
configuration, additional information can be entered for optional
settings in the following two categories:

Basic D-channel options (BSCOPT)
b  Advanced D-channel options (ADVOPT)

*  Configure Feature Packages.
— Digital Private Networking Signaling System 1 (Package 123)
— Virtual Network Services (Package 183)

To save changes made in this section, click Submit at the bottom of the
D-channel Property Configuration page.

Common Equipment

To configure or edit Common Equipment information, click the Common
Equipment link under Configuration in the Navigation tree. The Common
Equipment configuration page opens (Figure 44 on page 89).
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Figure 44

Common Equipment configuration page

"3 Element Manag icrosoft Internet Explorer

| @isearch GaFaverites @iedia &3 | B & Wl ~ 12

NQRTEL

NETWORKS

> system Status

¥ Configuration
3 customer Explorer
3 p.Channel
3 common Equipment
3 Digital Trunk Interface
3 IP Telephony
3 Flex. Code Restriction
7 Inc. Digit Conversion
3 Zone

> Network Numbering Plan

> Software Upgrade

> Patching

> system Utility

> Administration

> Support

* Logout

Site: 207.179.153.99 > Configuration >

Common Equipment

¥ Basic Configuration

Input Description Input Value

Change to Common Equipment parameters (CEQU)
P Read Onty

Tone and Digit Switch (TDS) Ea
Conference loop (CONF) 029 030 031 062 094 095 w

- Digital Trunk Interface Loop Number {DLOP) Add New DLOP

> Feature Packages

Submit Refresh

[ [ [ mtemet 4

The Common Equipment page contains buttons that act as links to additional
web pages. From these pages, you can:

Add and delete Tone and Digit Switch (TDS) numbers

Add and delete Digital Trunk Interface Loop (DLOP) numbers
Add and delete Conference loop (CONF) numbers, and
Configure parameters for the following Feature Packages:

— Integrated Digital Access (Package 122)

— 2 Mbit Digital Trunk Interface (Package 129)

— Dial Tone Detection (Package 138)

— 2.0 Mb/s Primary Rate Interface (Package 154).

The information entered in this section corresponds to CEQU (Common
Equipment) data traditionally configured using the Configuration Record 1
overlay (LD 17).
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To save changes made in this section, click Submit at the bottom of the
Common Equipment configuration page.

Digital Trunk Interface

To configure or edit Digital Trunk Interface information, click the Digital
Trunk Interface link under Configuration in the Navigation tree. The
Digital Trunk Interface page opens (Figure 45).

Figure 45
Digital Trunk Interface configuration page

; Element Manager - Microsoft Internet Explorer

Fle 1% €Back v = + @ | @search Garavortes @veda 3| By S B~ =

NQRTEL

NETWORKS Site: 207.179.153.99 > Configuration >

Digital Trunk Interface
> System Status
¥ Configuration
¥ customer Explorer ' Digital Trunk Interface Data Block (DDB)
D-Channel ¥ System Timer (SYTI)
Common Equipment + 2.0Mb Primary Rate Interface (PRI2)
Digital Trunk Interface * 2.0Mb Digital Trunk Interface (DTI2)
IP Telephony ¥ Loop Timer (LPTI)
2 ::ixn::g?:ce:;s::lsc:::" 3 2.0Mb Primary Rate Interface (PRI2)
- ¢ 2.0Mb Digital Trunk Interface (DTI2)

3
?
3
?
3

3 Zone

> Network Numbering Plan
> Software Upgrade

> Patching

> System Utility

> Administration

> Support

* Logout

¥ PAD Category (PAD)
@ 1.5Mb Primary Rate Interface (PRI)
3 1.5Mb Digital Trunk Interface (DTI)
@ 2.0Mb Primary Rate Interface (PRI2)
3 2.0Mb Digital Trunk Interface {DTI2)
@ Basic Rate Line Interface (BRIL)
9 Basic Rate Trunk Interface (BRIT)

¥ ABCD Bit Signaling Category (ABCD})

o

¢ 2.0Mb Digital Trunk Interface (DTI2)

[ o nternet 7

From this page you can access additional web pages that allow you to:
e Configure Digital Trunk Interface Data Block (DDB) information.
e Configure System Timer (SYSTI) parameters for:

— 2.0 Mb Primary Rate Interface (PRI2)

— 2.0 Mb Digital Trunk Interface (DTI2)

553-3001-332 Standard 1.00 October 2003



Configuration  Page 91 of 160

e  Configure Loop Timer (LPTI) parameters for:
— 2.0 Mb Primary Rate Interface (PRI2)
— 2.0 Mb Digital Trunk Interface (DTI2)

e Configure PAD Category (PAD) parameters for:
— 1.5 Mb Primary Rate Interface (PRI)
— 1.5 Mb Digital Trunk Interface (DTI)
— 2.0 Mb Primary Rate Interface (PRI2)
— 2.0 Mb Digital Trunk Interface (DTI2)
— Basic Rate Line Interface (BRIL)
— Basic Rate Trunk Interface (BRIT)

e Configure ABCD Bit Signaling Category (ABCD) parameters for the
2.0Mb Digital Trunk Interface (DTI2).

To configure or edit Digital Trunk Interface Data Block (DDB) information,
click Digital Trunk Interface Data Block (DDB). The Threshold Set List
page opens (Figure 46).

Figure 46
Threshold Set List page

NORTEL

NETWORKS Sitez 47.11.216.167 > Configuration > Digital Trunk Interface >

Threshold Set List

> System Status

v R
Configuration > Clock Controller Basic Properties W

Please Choose the | Threshold Setindex 1 x| o Add

3 gustomer Explorer
3 D-Channel
3 common Equipment

9 ¥ Threshold Set Index --00 e |
? Digital Trunk Interface
FpT Remote (yellov) Alarm clear threshold. 3
elephony A
3 Flex. Code Restriction Bipolar violation Count threshold: 2
@, . : Loss of Frame Alignment Counter. 3
he. Digit Conversion
7 Zone Bipolar Violation maintenance and out-of-service threshold: 3 2
Slip Rate Non-Tracking 53

> Network Numbering Plan
> Software Upgrade

> Patching

> gystem Utility

> Administration

> Suppert

~ Logout

> Threshold Set Index --05 B

] Done [ @ intemet ﬂ
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From this page, you can access additional pages that allow you to:
e Edit Clock Controller Basic Properties.

*  Add a Threshold Set Index.

e Edit an existing Threshold Set Block.

To add a Threshold Set Index, select a Threshold Set Index from the
drop-down list, and click to Add. To edit the configuration information in an
existing Threshold Set Block, click Edit located to the right of the index
number.

When you click either to Add or the Threshold Set Index Edit buttons in
Figure 46 on page 91, the Threshold Set Block configuration page for that
index opens (Figure 47).

Figure 47
Threshold Set Block page
; Element Mana oft Internet Explorer : i B ==l il
| @search GaFavorites ‘@Meda 3 | E|
a
NETWORKS Site: 207.179.153.99 > Configuration > Digital Trunk Interface > Threshold Set List >
Threshold Set Block
> System Status
¥ configuration
3 Customer Explorer
o
J D-Channel Threshold set (TRSH): 0
3 common Equipment
Remote {yellow) Alarm clear threshold (RALM): 3
< Digital Trunk Interface
3 IP Telephony Bipolar violation Count threshold (BIPC): 2
< Flex. Code Restriction
- - Loss of Frame Alignment Counter (LFAC): 3
% Inc. Digit Conversion
3 Zone Bipolar Violatioh maintenance and out-of-service threshold (BIPV): 32
> Network Numbering Plan Slip Rate Tracking mode maintenance (SRTK): 530
> Software Upgrade . :
> Patching Slip Rate Non-Tracking (SRNT): 53
> System Utility Lass of Frame Alighment mait and out-of- Al wFaL: 17511
> o "
= Is\dmln'l:tratlnn Slip Rate Impravement Monitoring time in minutes (SRIM): 1
uppo
* Logout Slip Rate Mairtenance Maximurm (SRMM): 2
Submit Refresh Cancel
& [ | |49 mtermet 4
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The information entered in this section corresponds to DDB (Digital Trunk
Interface Data Block) information traditionally configured using the Digital
Trunk Interface overlay (LD 73).

To save changes made in this section, click Submit at the bottom of the
Threshold Set Block configuration page.

IP Telephony

Figure 48

To configure or edit IP telephony information, click the IP Telephony link
under Configuration in the Navigation tree. The IP Telephony Node
Summary page opens (Figure 48).

IP Telephony Node Summary page

soft Internet Explorer

> @ A & | Qoearch [Favorites Pheda 8 | By

©ORTEL
NETWORKS

> System Status

¥ Configuration
3 customer Explorer
3 p-Channel
3 common Equipment
3 pigital Trunk Interface
7 IP Telephony
3 Flex. Code Restriction
7 Inc. Digit Conversion
3 Zone

> Network Numbering Plan

> Software Upgrade

> Patching

> System Utility

> Administration

> Support

* Logout

Site: 207.179.153.99 > Configuration >

Node Summary

¥hode: 8 Node IP: 200.10.200.20

Voice LAN (TLAN) IP

address

Signaling Server
200.10.200.30
200.10.200.31
200.10.200.20

Pentium Card
200.10.200.35

Succession Media Card

130

New Node to Add

Import Node Files
B e |

VGW Channels

| Internet 7

From this page you can view basic information.

This page also contains buttons that link to additional Web pages. Follow
these links to:

Add a New Node.
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e Import Node Files.
*  Edit Node configuration.

*  View status of a previous transfer operation, or re-transfer to selected or
failed elements.

e Delete a Node.
e Add and edit VGW Channel configuration data on the media cards.

To add a new Node, enter a number in the New Node text box, and click
to Add.

IMPORTANT!
For Succession 1000 and Succession 1000M systems:

Make sure that the values for the Node ID in Element Manager/IP
Telephony and in the Call Server/Route Data Block (for the Virtual
Trunk) are the same. If these Node ID values do not match, the IP Peer
H.323 virtual trunks will not establish.

To edit the configuration information on an existing Node click the Edit
button located to the right of the Node’s IP address.

To import Node files, click on the Import Node Files button. Enter the
Manager LAN (ELAN) IP Address of the Leader in the text box. This address
is used to retrieve the node files. Click Import. If the import is successful,
information appears in the text area of the Node Import Files screen and a
message box appears. In the message box, click OK to proceed to the Node
Summary page, where you can view and edit node information.

If any element within the Node fails to transfer either bootp or config files,
the TRANSFER/STATUS button will be highlighted in RED. The
TRANSFER/STATUS button will be highlighted in YELLOW if the
transfer status of the node elements is unavailable. A click on this button will
redirect you to the Transfer / Status page (Figure 49 on page 95).
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Figure 49

IP Node Transfer / Status page

NEQRTEL
NETWORKS

> System Status

¥ Configuration
3 customer Explorer

D-Channel

Common Equipment

Digital Trunk Interface

IP Telephony

Flex. Code Restriction
2 Inc. Digit Conversion
¥ Zone

> Network Numbering Plan

> Software Upgrade

> Patching

> System Utility

> Administration

> Support

” Logout

?
@
?
@
?

: Element Manager - Microsoft Internet Explorer

=Back ¥ =+ & ‘ Qearch [HFavorites FMeda | B~ 5 -3

Site: 207.179.153.99 > Configuration > Node Summary > IP Telephony: Node ID 8 »

B Transfer / Status

Select All | Unselect All | Transfer to Selected Eleme

Transfer to Failed Elements

Transfer Status Transfer Status
(BOOTP) (CONFIG)
Element Element
Unreachable Unreachable

ELANIP Type Role

200.20.200.30 Sighaling Server  Leader

N Element Element
200.20.200.31 Signaling Server  Follower Dot Tsron
Element Element
Unreachahle Unreachable
Element Element
Unreachable Unreachable

200.20.200.1 Signaling Server  Unknown

200.20.200.35 ITG Pentium Unknown

Cancel

‘@J Cone

[ [ [qmtenet 4

On this page, the previous status of the node will display, and the failure
reason will be displayed for elements in nodes that failed to get configuration
files (bootp.tab and config.ini) from the Call Server side.

The Transfer status page displays two buttons:

— Transfer to Selected Elements. Re-transfers node configuration
files only to selected elements, regardless of a “Transfer Failed”
state.

— Transfer to Failed Elements. Only transfers node configuration
files to elements in a “Transfer Failed” state.

Note: This button will display only when at least one element on the
Node failed to transfer either a bootp.tab or config.ini in the previous
operation.

When you click either the to Add button or any of the Edit buttons in
Figure 48 on page 93, the Edit Node configuration page for the Node opens
(Figure 50 on page 96).
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Figure 50
IP Telephony Node Edit page

: Element Manager - soft Internet Explorer

Fie |” +Back v =+ ~ @ 2| Qsearch [aiFavortes iMeda 3|5~ S B - 5 ﬁ
NERTEL

NETWORKS Site: 207.179.153.99 > Configuration > Node Summary » IP Telephony: Node ID § >

Edit

> System Status

¥ Configuration
3 customer Explorer Save and Transfer | Cancel |

D-Channel ¥
. Node

Common Equipment Note > .

Digital Trunk Interface ode

IP Telephony Voice LAN {TLAN) Node IP atldress 200.10.200.20 .

- Flex. _C(_)de Resm‘ftio“ Management LAN (ELAN) gateway IP address 200.20.200.1
Inc. Digit Conversion

=

¥ Zone Management LAN (ELAN) subnet mask 255.255.255.0

> .

» :sm;%‘:;:’:‘;l:g Rlan Voice LAN {TLAN) subnet mask W
> Patching > Sump Add

> System Utility
> Administration
> Support

& Ln:sut > LaN configuration

3
3
3
3
3

>VGWFIDﬂ|E
> aos

>snip

> oM Thresholds
> Gatekeeper

> Firmware

> cards

> signaling Servers

Save and Transfer | Cancel |

*Mandatory fields of current configuration

From this page, you can:
¢ View and edit basic Node information.

e  View and configure SNMP parameters and add IP addresses for
forwarding SNMP traps.

*  View and configure VGW Profile data.

e  View and edit Quality of Service (QoS) parameters.

e Use LAN configuration to configure the ELAN, TLAN and Routes.
*  View and edit SNTP Server and Client information.

¢ View and edit OM Threshold information.
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e  View and edit Gatekeeper information.

*  View and configure file server access for downloading firmware for the
Internet Telephones.

e View and edit card properties of Voice Gateway Media Cards.

e  View and edit Signaling Server information.

IMPORTANT!
For Meridian 1, Succession 1000, and Succession 1000M systems:

Do not assign the same IP address for the Node ID and the TLAN. This
must be verified manually. The Node IP address must be on the same
subnet as the TLAN IP addresses of the SMC cards. Also, the SMC
card’s TLAN and ELAN network interfaces must reside on separate
logical subnets.

‘When the administrator edits the Node and clicks the “Save and Transfer”
button, transfer status information will be updated and displayed.

Detailed procedures for performing these tasks are included in IP Line:
Description, Installation, and Operation (553-3001-365).

Note: The configuration of static Loss Plan values is now performed
using LD 73 instead of Element Manager. A Dynamic Loss Plan has
been implemented to define the gateway loss value per endpoint
connection type. The loss plan adjusts the Voice Gateway Media Card
gateway channel's loss for each call by sending pad values to the card.

Default values

The default values in the system are for the North American loss plan.

Non-North American countries

Installation of IP Line 3.1 in any other country requires setting the pad values
in Table 15 to that country's loss plan. If the system is installed in other
countries, the GPRI package (International 1.5/2.0 Mb/s Gateway

package 167) must be used, and the NTP-specified values must be entered in
LD 73. At the PDCA prompt, enter Table 15.
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Flexible Code Restriction

Figure 51

For more information on configuring Loss Plans, see
Transmission Parameters (553-3001-182).

To configure or edit Flexible Code Restriction information, click the

Flex. Code Restriction link under Configuration in the Navigation tree. The

Flexible Code Restriction page opens (Figure 51).

Flexible Code Restriction page

TEL
NETWORKS

> System Status

¥ Configuration
3 customer Explorer
3 p-Channel
3 common Equipment
@ pigital Trunk Interface
7 IP Telephony
3 Flex. Code Restriction
7 Inc. Digit Conversion
3 Zone

> Network Numbering Plan

> Software Upgrade

> Patching

> System Utility

> Administration

> Support

* Logout

; 'ment Manager - Mi ternet Explorer

D [0 & Dseach Garavortes @eda 3| B~ S E ~ H

Site: 207.179.153.99 > Configuration >

Flexible Code Restriction

# Customer: 00
# Customer: 01

* Customer: 02

[ @ ntermet 4

This page contains Edit FCR buttons that link to Flexible Code Restriction
Property pages for each of the customers configured on the Call Server.

To view the list of Flexible Code Restriction Trees for a customer, click the
Edit FCR button located beside the customer number. The Flexible Code
Restriction Property page for the selected customer opens (Figure 52 on page

99).
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Figure 52

Flexible Code Restriction Property page

lement

NERTEL

> System Status
¥ Configuration

D-Channel

IP Telephony

3
3
3
3
3

=

* Zone

> Software Upgrade
> Patching

> System Utility

> Administration

> Support

” Logout

E
NETWORKS

3 customer Explorer

Common Equipment
Digital Trunk Interface

Flex. Code Restriction
2 Inc. Digit Conversion

> Network Numbering Plan

ernet Explorer

=[O x|

Fie |” ®Back v = ~ @ 2| Qsearch [alFavortes Meda 3|5~ & B - 5 i

Site: 207.179.153.99 > Cy # Flexible Code

Customer 00 Flexible Code Restriction Property

* Code Restriction Tree Number:
* Code Restriction Tree Number:
* Code Restriction Tree Number:
* Code Restriction Tree Number:

* Code Restriction Tree Number:

0

1

2

3

4
* Code Restriction Tree Number:  §
* Code Restriction Tree Number: 6
* Code Restriction Tree Number: 7
* Code Restriction Tree Number: 8
* Code Restriction Tree Number: @
* Code Restriction Tree Number: 10
* Code Restriction Tree Number: 11
* Code Restriction Tree Number: 12
* Code Restriction Tree Number: 13
* Code Restriction Tree Number: 14
* Code Restriction Tree Number: 15
* Code Restriction Tree Number: 16

* Code Restriction Tree Number: 17

|4 mternet

~|
4

The Flexible Code Restriction Property page contains

buttons that link to

Code Restriction Tree Configuration pages for each Code Restriction Tree
Number (CRNO). If there is an existing configuration for the CRNO, the
button is labeled Edit CRNO. If a configuration has not be defined for the
CRNO, the button is labeled New CRNO. When you click the CRNO button,
the Code Restriction Tree Configuration page for the corresponding CRNO

opens (Figure 53 on page 100).
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Figure 53
Code Restriction Tree Configuration page

ternet Explorer

“Back v = ~ @ [ & | QSearch GaFavorites @Meda 3| B~ S W~ &

NEQRTEL

NETWORKS Site: 207.179.153.99 > Cy ion » Flexible Code iction > Customer 00 Flexible Code Restriction Property »

Code Restriction Tree 0 Configuration

> System Status
¥ Configuration
3 customer Explorer ¥ Code Restriction Tree Number
@ D_channel conflguratlon
3 common Equipment
7 Digital Trunk Interface Cote Restriction Tree Number (CRNO) o Read Onty
z IP Telephony Initial - Allow or deny all codes. INIT) | ~]
< Flex. Code Restriction
7 Inc. Digit Conversion
¥ Zone
> Network Numbering Plan
> Software Upgrade
> Patching :
> System Utility Submit Delete Cancel
> Administration
> Support
” Logout

From this page you can:

*  Add or edit digit sequences to be allowed.

*  Add or edit digit sequences to be denied.

The information entered in this section corresponds to data traditionally

configured using the Flexible Code Restriction and Incoming Digit
Conversion overlay (LD 49).

To save changes made in the configuration for this Code Restriction Tree,
click Submit at the bottom of the page.

Incoming Digit Conversion

To configure or edit Incoming Digit Conversion information, click the
Inc. Digit Conversion link under Configuration in the Navigation tree. The
Incoming Digit Conversion page opens (Figure 54 on page 101).
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Figure 54
Incoming Digit Conversion page

@

@
@
@
@
@

@
@

! Element Manager - Microsoft Internet Explorer

“Back v+ ~ @ [ & | QSearch GFavorites BMeda 3| B~ S W ~ &

NERTEL
NETWORKS

> System Status
¥ Configuration

Customer Explorer
D-Channel

Common Equipment
Digital Trunk Interface
IP Telephony

Flex. Code Restriction
Inc. Digit Conversion
Zone

> Network Numbering Plan
> Software Upgrade

> Patching

> System Utility

> Administration

> Support

” Logout

Site: 207.179.153.99 > Configuration >

Incoming Digit Conversion

* Customer: 00
2 Customer: 01

2 Customer: 02

[ | |4 mternet .

This page contains Edit IDC buttons that link to Incoming Digit Conversion
Property pages for each of the customers configured on the Call Server.

To view the list of Incoming Digit Conversion Trees for a customer, click the
Edit IDC button located beside the customer number. The Incoming Digit
Conversion Property page for the selected customer opens (Figure 55 on page
102).
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Figure 55
Incoming Digit Conversion Property page

7zl Elemen ernet Explorer ;lglil
Fie |” +Back v = ~ @ 2| Qsearch [aiFavartes PMeda 3|5~ & B - 5 ﬁ
[«]
NQ&ETJ;QRKS Site: 207.179.153.99 > Configuration > Incoming Digit Conversion > {
Customer 00 Incoming Digit Conversion Property
> System Status
¥ Configuration
3 customer Explorer
¥ p-Channel
: g:;.:;“}’:;ﬁﬁ’:;:ﬁe  Digt Comvorsion Troo Nurnbr: 0 IEETN
2 IP Telephony * Digit Conversion Tree Number: 1 I
7 Flex. Code Restriction * Digit Conversion Tree Number: 2 I
z Inc. Digit Conversion * Digit Conversion Tree Number: 3 | te~ccio |
. I:l :h‘:::k - * Digit Conversion Tree Number: 4 I
> Software Upgrade * Digit Conversion Tree Number:  § I
> Patching * Digit Conversion Tree Number: 6 s
> gystem Utility  Digit Conversion Tree Number; 7 | te~ccio |
: .g:::;)i::tration % Digit Conversion Tree Number: 8 I
# Logout * Digit Conversion Tree Number: 9 I
* Digit Conversion Tree Number: 10 I
* Digit Conversion Tree Number: 11 I
* Digit Conversion Tree Number: 12 I
* Digit Conversion Tree Number: 13 I
* Digit Conversion Tree Number: 14 I
* Digit Conversion Tree Number: 15 s M|
& [T T [ mternet 4

The Incoming Digit Conversion Property page contains buttons that link to
Digit Conversion Tree Configuration pages for each Digit Conversion Tree
Number (DCNO). If there is an existing configuration for the DCNO, the
button is labeled Edit DCNO. If a configuration has not be defined for the
DCNO, the button is labeled New DCNQO. When you click the DCNO button,
the Digit Conversion Tree Configuration page for the corresponding DCNO
opens (Figure 56 on page 103).
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Figure 56

Digit Conversion Tree Configuration page

NEQRTEL
NETWORKS

> System Status
¥ Configuration

3 customer Explorer
D-Channel
Common Equipment
Digital Trunk Interface
IP Telephony
Flex. Code Restriction
7 Inc. Digit Conversion
¥ Zone
> Network Numbering Plan
> Software Upgrade
> Patching
> System Utility
> Administration
> Support
” Logout

?
3
?
3
?

ernet Explorer

Fle 1” +Back v =+ ~ @ [ & | @search GaFavortes Feda 3| B~ S ~ & ﬁ

Site: 207.179.153.99 > Configuration » Incoming Digit Conversion > Custamer 00 Incoming Digit Conversion Property >

Digit Conversion Tree 0 Configuration

¥ Digit conversion Tree Number
Configuration

Input Description Inpurt Value

Digit Comversion Tree Number (DCNO) Read Only
Hospitality IDC table (HOSP)
Send calling party DID (SDID)
Flexible DID IDC tree (FDID)
v
Create new IDGT m Starting from

Submit Delete Cancel

[ | 4 mternet 7

Zone

From this page you can configure Incoming Digit Conversion data.

The information entered in this section corresponds to data traditionally
configured using the Flexible Code Restriction and Incoming Digit
Conversion overlay (LD 49).

To save changes made in the configuration for this Digit Conversion Tree,
click Submit at the bottom of the page.

To configure or edit Zone information, click the Zone link under
Configuration in the Navigation tree. The Zone List page opens (Figure 57
on page 104).
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Figure 57
Zone List page

NERTEL

NETWORKS

> System Status
¥ Configuration
3 customer Explorer
¥ p-Channel
B!

: Element Manager - Microsoft Internet Explorer ; i ] il
+Back v & ~ @ af ‘ ‘Qsearch [Favorites FMedia @“%' =) -3

Site: 207.179.153.99 > Configuration >

Zone List

Please Choose the [Zone6 x| toAdd

< Digital Trunk Interface
3 IP Telephony
7 Flex. Code Restriction
7 Inc. Digit Conversion
¥ Zone

> Network Numbering Plan

> Software Upgrade

> Patching

> System Utility

> Administration

> Support

“ Logout

¥ Zone 0
' Zone Basic Property and Bandwidth Management
3 Branch Office Dialing Plan and Access Codes
3 Branch Office Emergency Service Information
3 Branch Office Time Difference and Daylight Saving Time Property
> Zone 1
> Zone 2
> Zone 3
> Zone 4
> Zone 5

-
4

[ [ [amterret

From this page you can add Zones by selecting a Zone number from the
drop-down list and clicking to Add.

This page also contains links to the following four categories of Zone
configuration data:

*  Basic Property and Bandwidth Management

*  Branch Office Dialing Plan And Access Codes

*  Branch Office Emergency Service Information, and

e Branch Office Time Difference and Daylight Saving Time Property.

For information on configuring the Branch Office, see Branch Office
(553-3001-214).

To edit basic properties, click the Zone Basic Property and Bandwidth
Management link. The Zone Basic Property and Bandwidth Management
configuration page opens (Figure 58 on page 105).
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Figure 58
Zone Basic Property and Bandwidth Management configuration page

a Element Manager - Microsoft Internet Explorer : ;Iglil
“Back v ~ @ [ & | QSearch GaFavorites @Meda 3| B~ S W ~ &

NEQRTEL

NETWORKS Site: 207.179.153.99 > Configuration > Zone List > Zone 0 >

Zone Basic Property and Bandwidth Management

> System Status

¥ Configuration
3 customer Explorer

D-Channel

Input Description Input Value

Zone Number (ZONE): 0

=
0o
3 common Equipment
Intrazone Bandwith (INTRA_BW): 10000
¥ Digital Trunk Interface
P Telephony Intrazone Strategy (INTRA_STGY): Best Quality (BQ) >
z Flex. Code Restriction Interzone Bandwith (NTER_BW): 10000
* Inc. Digit Conversion
@ Zone Interzone Strategy {(INTER_STGY): Best Quallty (BQ) =
> Network Numbering Plan Resource Type (RES_TYPE): Shared (SHARED) »
> Software Upgrade Branch Office Support (ZBRN): m]
> Patching . Description ZDESK
> System Utility
> Administration
> Support Submit Refresh Delete Cancel |

” Logout

| Internet

The information entered on this page corresponds to the ZONE, ZBRN, and
ZDES data traditionally configured using the Ethernet and Alarm
Management overlay (LD 117).

To save changes made in Zone Basic Property and Bandwidth Management
parameters, click Submit at the bottom of the page.

To return to the Zone List page (Figure 57 on page 104), click the Zone List
link in the navigation path at the top of the page.

To edit dialing plan and access code parameters for a Zone’s Branch Offices,
click the Branch Office Dialing Plan and Access Codes link on the Zone

List page. The Zone Dialing Plan and Access Codes page opens (Figure 59

on page 106).
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Figure 59
Zone Dialing Plan and Access Codes page

i Element Manager osoft Internet Explorer

| @seach GFavorites Fieda 3| A~ &

NETWORKS Site: 207.179.153.99 > Configuration > Zone List > Zone 0 >

Zone Dialing Plan and Access Codes

> System Status
¥ configuration

% Gustomer Explorer
D-Channel Zone Number (ZONE):
Common Equipment
Digital Trunk Interface
P Telephnny Country Code/Trunk Code (ACB_DC2):
Flex. Code Restriction
7 Inc. Digit Conversion

O Zone Dialed Access Code (ACB_LOC_AC) No Access Code (NONE) -
> Network Numbering Plan New Access Code (ACB_LD_AC): No Access Code (NONE) [~

> Software Upgrade
> Patching

> System Utility

> Administration

> Support

“ Logout

Prefix (ACB_DC1):

3
@
3
@
3

Destination Network Code (ACB_DC3):

Submit Refresh Cancel

[&] Done [ | |4 mternet .

The information entered on this page corresponds to the ZACB command
available in the Ethernet and Alarm Management overlay (LD 117).

To save changes made in Zone Dialing Plan and Access Code parameters,
click Submit at the bottom of the page.

To return to the Zone List page (Figure 57 on page 104), click the Zone List
link in the navigation path at the top of the page.
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Figure 60

To access emergency service parameters for a Zone’s Branch Offices, click
the Branch Office Emergency Service Information link on the Zone List
page. The Zone Emergency Service Information page opens (Figure 60).

Zone Emergency Service Information page

a Element Manag icrosoft Internet Explorer

D B & Dseach GaFavorites Feda 3| B~ S @ ~ &

NEQRTEL

NETWORKS

> System Status

¥ Configuration
3 customer Explorer
¥ p-Channel
3 common Equipment
¥ Digital Trunk Interface
3 IP Telephony
7 Flex. Code Restriction
7 Inc. Digit Conversion
¥ Zone

> Network Numbering Plan

> Software Upgrade

> Patching

> System Utility

> Administration

> Support

” Logout

Site: 207.179.153.99 > Configuration > Zone List > Zone 0 »

Zone Emergency Service Information

Input Description Input Value

Zone Number (ZONE):

Route number (ESA_ROUT): 10 »

ESA Access Code (ESA_ACK ,WI

ESA Prepend Digits (ESA_PRPD): ’7
’7

ESA Locator (ESA_LOCR):

Submit Refresh Cancel

[ [ [d mterret 7

The information entered on this page corresponds to the ZESA command
available in the Ethernet and Alarm Management overlay (LD 117).

To save changes made in Zone Emergency Service parameters, click Submit
at the bottom of the page.

To return to the Zone List page (Figure 57 on page 104), click the Zone List
link in the navigation path at the top of the page.

To access the time difference and daylight saving time properties for a Zone’s
Branch Offices, click the Branch Office Time Difference and Daylight
Saving Time Property link on the Zone List page. The Time Difference and
Daylight Saving Time Property page opens (Figure 61 on page 108).
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Figure 61

Time Difference and Daylight Saving Time page

TEL
NETWORKS

> System Status

¥ Configuration

3 customer Explorer
D-Channel

Common Equipment
Digital Trunk Interface
IP Telephony

Flex. Code Restriction
7 Inc. Digit Conversion
¥ Zone

> Network Numbering Plan

@
@
@
@
@

> Software Upgrade
> Patching

> System Utility

> Administration

> Support

“ Logout

: Element Manager - Microsoft Internet Explorer i i ] il
| @seach GiFavorites Fieda 3| A~ S

Site: 207.179.153.99 > Configuration > Zone List > Zone 0 »

Time Difference and Daylight Saving Time

Time Difference Property

Input Description Input Value

Time Difference (TIME_DIFF); 0

Daylight Saving Time Property
Zone Number (ZONE): 0

Use Daylight Saving Time (USE_DST): [m}
Active Status of Daylight Saving Time {DST_ACT): No

Start Month (START_MON): January ¥

Start Week (START_WEEK): 1~

Start Day (START_DAY): Monday B

Start Hour (START_HOUR): 1 =

End Month (END_MON): January ¥

End Week (END_WEEK): 1>

End Day (END_DAY): Monday B
End Hour (END_HOUR): 1 -

Submit Refresh Cancel

-
4

[ [ |4 mternet

The information entered on this page corresponds to the ZTDF and ZDST
data traditionally configured using the Ethernet and Alarm Management
overlay (LD 117).

To save changes made in Time Difference and Daylight Saving Time
properties, click Submit at the bottom of the page.

To return to the Zone List page (Figure 57 on page 104), click the Zone List
link in the navigation path at the top of the page.
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Network Numbering Plan

Contents
This section contains information on the following topics:
Introduction. . ... ... 109
Call Server. .. ... 109
Network Control & Services ... ..., 111
Coordinated Dialing Plan. .. ....... ... .. ... .. .. .. ..... 111
Numbering Plan .. ... ... . 111
Gatekeeper. . . ... 112
Managing the Gatekeeper. ......... ... .. ... ... .. .. ..... 113
Accesslevels ........ .. 116
Introduction

Element Manager enables users to configure the Network Numbering Plan
for the Call Server and the Gatekeeper. The information that you configure in
the Network Numbering Plan corresponds to the CLI prompts and responses
for Electronic Switched Network (ESN) data traditionally configured in the
following overlays; LD 86, LD 87, and LD 90.

Call Server

To configure or edit the Network Numbering Plan for the Call Server, click
the Call Server link under Network Numbering Plan in the Navigation tree.
The Network Numbering Plan — Call Server page opens (Figure 62 on page
110). From this page you can configure the Network Numbering Plan for each
customer on the Call Server.
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Element Manager provides access to the following Network Numbering Plan
parameters:

¢ Network Control & Services
e Coordinated Dialing Plan (CDP), and
e Numbering Plan (NET).

Figure 62
Network Numbering Plan > Call Server page

/2l Element Manager - Microsoft Internet Explorer 2 o _[=] x]]
wBack v = ~ @ [A) @ | Qsearch GaFavorites Piveda 8| B~ &l - H §

NORTEL
NETWORKS Site: 207.179.153.99 > Network Numbering Plan >
Call Server

> System Status
> Configuration
¥ Network Numbering Plan ¥ Customer 00

f Call Server ¥ Network Control & Services

* Gatekeeper 9 Network Control Parameters (NGTL)
> Software Upgrade ¢ ESN Access Codes and Parameters (ESN)
> Patching 9 Digit Manipulation Block {DGT)
> system Utility 3 Route List Block (RLB)
> Administration 3 ing Trunk Group ion (ITGE)

3 Network Attendant Services (NAS)
¥ Coordinated Dialing Plan (CDP)

9 Local Steering Code {LSC})

 Distant Steering Code (DSC)

3 Trunk Steering Code (TSC)

¥ Numbering Plan (NET)

¥ Access Code 1
* Home Area Code (HNPA)
¥ Home Location Code (HLOC)
¥ Location Code (LOC)
@ Numbering Plan Area Code (NPA)
3 Exchange {Central Office) Code (NXX)
¥ special Number (SPN)
9 Network Speed Call Access Code (NSCL)
? Free Calling Area Screening (FCAS)
 Free Special Number Screening (FSNS)

¥ Access Code 2
* Home Area Code (HNPA)
3 Home Location Code (HLOC)
¥ Location Code {LOC)
¥ Numbering Plan Area Code (NPA)
3 Exchange {Central Office) Code (NXX)
¥ special Number (SPN) =
3 Network Speed Call Access Code (NSCL)
7 Free Calling Area Screening (FCAS)
9 Free Special Number Screening {FSNS)

> Customer 01
. -]

2 [ [ [ [sp mntemet
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Network Control & Services

Under Network Control & Services, you can click on the links to configure
or modify the parameters associated with the following items:

¢ Network Control Parameters (NCTL)

e ESN Access Codes and Parameters (ESN)

*  Digit Manipulation Block (DGT)

¢ Route List Block (RLB)

*  Incoming Trunk Group Exclusion (ITGE), and

¢ Network Attendant Services (NAS).

The Network Control Parameters (NCTL) that are configurable using
Element Manager correspond to data traditionally configured in LD 87. The

settings for the remaining five items under Network Control & Services
correspond to CLI prompts and responses in LD 86.

Coordinated Dialing Plan

Under Coordinated Dialing Plan (CDP), you can click links to configure or
modify parameters associated with the following codes:

*  Local Steering Code (LSC)
* Distant Steering Code (DSC)
e Trunk Steering Code (TSC)

The Coordinated Dialing Plan parameters that are configurable using
Element Manager correspond to data traditionally configured in LD 87.

Numbering Plan

Under Numbering Plan (NET), you can click links to configure or modify
parameters associated with the following codes:

e Home Area Code (HNPA)
¢ Home Location Code (HLOC)
¢ Location Code (LOC)
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Network Numbering Plan

Gatekeeper

e Numbering Plan Area Code (NPA)

*  Exchange (Central Office) Code (NXX)

e Special Number (SPN)

e Network Speed Call Access Code (NSCL)

These codes can also be configured using the prompts and responses in
LD 90.

Numbering Plan (NET) is also used to configure the following two LD 87
features:

e Free Calling Area Screening (FCAS)

e Free Special Number Screening (FSNS)

All Succession 1000 or Succession 1000M systems in the network are
registered with a Gatekeeper. This eliminates the need for manual
configuration of IP addresses and numbering plan information at every site.

The Gatekeeper manages a centralized numbering plan for the network. This
allows simplified management of the network. The Gatekeeper is H.323
compliant and can provide Gatekeeper features to other H.323-compliant
Nortel Networks endpoints (for example, Succession 1000 and IP Trunk 3.1
endpoints).

For more information on the Gatekeeper, see Succession 1000 System:
Overview (553-3031-010), and IP Peer Networking (553-3001-213).

Under Network Numbering Plan in the navigation tree, the Gatekeeper
link is used to access the Gatekeeper.

The primary function of the Gatekeeper is to provide the following services:
*  Endpoint and Gateway registration

e Call admission control
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Address translation and telephone number to IP lookup

Centralized number plan administration

In a live network, the Gatekeeper inter-operates with systems that do not
support H.323 Registration, Admission, and Status (RAS) procedures and
H.323 gatekeeper procedures, for example, IP Trunk 1.0. Consequently,
endpoints in a network are not required to register with the Gatekeeper or use
the Gatekeeper for call admission and address translation.

Managing the Gatekeeper

Element Manager allows you to perform the following administration and
maintenance activities on the Gatekeeper:

Retrieve the current configuration database.

Download a pre-configured database.

Revert to the standby database.

Provision a numbering plan from scratch.

Add, modify, or remove pre configured endpoint data.

Add, modify, or remove numbering plan entries on a per-endpoint basis.

Change system passwords.

Additionally, Element Manager allows you to perform the following
Gatekeeper-specific performance monitoring functions:

Monitor the state of endpoint registrations

This shows the call signal and RAS IP addresses of all currently
registered endpoints. If an endpoint provided multiple alias addresses or
vendor information in the RRQ message, then this information is also
shown.

View the traffic level history

A log of the number of registration and admission requests handled per
hour is kept. The traffic level history is tracked on a per endpoint basis.
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e  View the bandwidth usage history

In every admission request, the ARQ originator provides a bandwidth
field. The Gatekeeper logs the total bandwidth requested on an hourly
basis.

The web interface also provides access to more generic Signaling Server
platform debug services. These include the ability to view alarms and
exception log histories.

Procedure 1
Logging in from the navigation tree
To connect to the Gatekeeper:
1 Click on the Gatekeeper link in the navigation tree.
Result: The Network Numbering Plan — Gatekeeper page opens

(Figure 63).

Figure 63
Network Numbering Plan > Gatekeeper page

; Element Manager - Microsoft Internet Explorer

Fie 17| ®Back v = v @ 4| @search (EFavortes PMeda 3| B> S W ~ &

NQRTEL

NETWORKS Site: 207.179.153.99 > Network Numbering Plan >

Gatekeeper configuration

> System Status
> Configuration
¥ Network Numbering Plan Please enter the Gatekeeper IP Address then press button " Next > "

¥ call Server

3 gatekeeper
> i
Software Upgrade

> Patching Gatekeeper [P Address: fo2 1682536
> System Utility

> Administration Next >

> Support Q

* Logout

& [ [ |4 mterret 7

2 Enter the Gatekeeper IP address in the Input value text box.
3 Click the Next button.

Result: The Enter Network Password dialog box opens (Figure 64 on
page 115).
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Figure 64
Enter Network Password dialog box
2|

@ Flease type your user name and passward
Site 207.179.153.100

Realm Node

User Name ngadmm

Passvord [

¥ Save this password in your password list

4  Enter your user name and password. See “Access levels” on page 116.
5 Click OK.

End of Procedure

Procedure 2
Logging in by entering the Gatekeeper’s IP address

An alternate way to connect to the Gatekeeper is to enter the Gatekeeper’s IP
address followed by /gk as a URL from any Web browser on the network. In
the example shown in Figure 64, you would have entered
http://47.11.249.84/gk.

Note: Specifying the complete URL and including gk is important. The
Gatekeeper can be co-resident with other applications running on the
Signaling Server platform. If other Signal Server applications (Terminal
Proxy Server, for example) also use a Web-based management tool,
then, in this example, its management tool could use the URL
http://47.11.249.84/tps.

1  Inthe Enter Network Password dialog box (Figure 64), enter your user
name and password. See “Access levels” on page 116.

2 Click OK.

End of Procedure
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Access levels

Element Manager provides two levels of access:

1  Guest access. Allows the user to view configuration data and view the
output from performance monitoring functions. The user may not modify
any Gatekeeper configurations or settings, including guest login user
name and password.

2 Administrator access. Allows full administrative access to the
Gatekeeper. All configuration entries may be updated and full write
access is given to the database, including the ability to change all system
passwords.

When you log in using Administrator access, Element Manager opens
with the Web page shown in Figure 65 on page 117.

Guest access

When accessing the Gatekeeper as a guest, you can view configuration data
and reports from the performance monitoring functions.

Administrator access

To make changes to the Gatekeeper configuration, you must log into the
Gatekeeper using Administrator access. In addition to the monitoring
functionality available with Guest access, Administrators can access
configuration and administration functions shown in the menu tree in
Figure 65 on page 117.
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Figure 65

Gatekeeper Administrator page

tekeeper - 192.168.

rosoft Internet Explorer

=EBack v = ¥ 4t | @Search GiFavorites @Meda 8| By S Wl ~ 2

NEQRTEL
NETWORKS

Y GK Active DE Admin
¢ Gatekeeper Status
* View Endpoints
3'View Entries by
Endpoint
3'View Entries by Type
? View CDP domains
3'View Def Routes by Type|
¥'View Def Routes by
Endpoint
? View System Wide
Settings
 View Network Zone GK's
Test Numbering Plan
? 008 Actions
J'Conﬁguration Summary
> OMM
> Password Change
> Database Backup
> GK Standby DB Admin
& Logout

Welcome to Succession 3.0

Welcome to Succession 3.0

Software Version 2.10.78

Hardware Platform ISP1100 Signaling Server
Web Server Version WindWeb/2.0

Gatekeeper

Gatekeeper Role Primary Gatekeeper

Gatekeeper Status Gatekeeper Standby

Alternate GK IP 0.0.0.0

Alternate GK Status No Alternate Gatekeeper configured

Automatic Backup - Last Results
Last Auto Backup Date

Last Auto Backup Time

Auto Backup to FTP Result

Auto Backup to Floppy Result

[ [ s mterret

Using Element Manager, the Administrator can:

Change passwords.

Configure system wide settings.
Configure the CDP domains.

Configure RAS and non-RAS endpoints.
Select endpoint number prefixes.
Configure Numbering Plan entries.
Configure Default routes.

Configure Gatekeeper zones.

Test Numbering Plans.

Take the Gatekeeper out-of-service.
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e Perform a database cut over.

e Perform a database rollback.

e View traffic reports.

For detailed information on performing these procedures and managing the

Gatekeeper using Element Manager, see IP Peer Networking
(553-3001-213).
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Software Upgrade

Contents

Introduction

This section contains information on the following topics:

Introduction. . ... ... .. 119
IP Telephony loadware . . ....... ... ... . .. 119

Error message and delay when upgrading IP Telephony loadware . 121
IP Telephony firmware .. ....... ... ..., 121
File Upload . ... ..o e 123

The Software Upgrade selection in Element Manager’s navigation tree allows
you to view the version of software that is installed on the elements. You can
also select Software Upgrade to upgrade IP telephony loadware and distribute
IP Telephony firmware to ITG cards. The file upload feature allows you to
store loadware and firmware files on the Signaling Server.

IP Telephony loadware

Click on IP Telephony (LW) in the navigation tree to open the Software
Upgrade > IP Telephony (LW) Upgrade page (Figure 66 on page 120).
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Figure 66
Software Upgrade > IP Telephony (LW) Upgrade page

7zl Element Manager rosoft Internet Explorer = ==l il
Fle 17 +Back v =+ ~ @ 2] A | Qsearch GFavorites @Meda B3| B S W ~ 2 ﬁ

NERTEL

NETWORKS Site: 207.179.153.99 > Software Upgrade >

IP Telephony (LW) Upgrade
Select Card(s)

> System Status
> Configuration

Open all nodes Close All nodes Clear all
> Network Numbering Plan
¥ Software Upgrade
3 IP Telephony(LW) > Nodeip:8  Node IP: 200.10.200.20 Total elements: 4
3 IP Telephony{FW)
* File Upload
> Patching Click a button to invoke a command. =]

> gystem Utility
> Administration
> Support

” Logout

[<] PL31050P2  [NGPenum  [THUJUNOS 142003
[¢ PL31059.P2 TG Pentium THU JUN 19 12:27:32 2003
& PL31061.P2 TG Pentium THU JUN 26 13:14:21 2003
[¢ PL31050.58 Succession Media Card THU JUN 05 13:40:20 2003
& PL31050.58 Succession Media Card THU JUN 19 12:27:40 2003
[¢ PL31061.58 Succession Media Card THU JUN 26 13:44:32 2003

Loadware Upgrade

s mterret

From this page you can view:
e loadware version for each element

e available loadware files

Buttons at the top of this page enable you to:
e open all nodes
* close all nodes

e clear all check boxes
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Procedure 3
Upgrading the loadware on the ITG cards

1  Click the check box beside each ITG card you want to upgrade.

Note: The maximum number of elements that can be upgraded at one
time is four. For more information, see Succession 1000 System:
Upgrade Procedures (553-3031-258))

2 Click the radio button beside the file that you want to use for the upgrade.

3 Click Loadware Upgrade to start the upgrade.

End of Procedure

Error message and delay when upgrading IP Telephony
loadware

Applicable systems: Succession 1000 and Succession 1000M

When performing an upgrade of release 3.0 to 3.x IP telephony loadware on
VGCM cards using the Element Manager interface through Software
Upgrade > IP Telephony (L W), you will experience a delay and the display
of this error message: “Failed to connect msg pipe”. This will happen even
under normal circumstances.

The delay is caused by the upgrade process trying to first communicate with
the VGSCM card using the XMSG protocol, that is unsupported on release
3.0. After expiration of a timer, the process retries using the RPC protocol,
that is supported with release 3.x.

Ignore the error message, and allow enough time for the procedure to execute
properly.
IP Telephony firmware

Click on IP Telephony (FW) in the navigation tree to open the Software
Upgrade > IP Telephony (FW) Upgrade page (Figure 67 on page 122).
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Figure 67
Software Upgrade > IP Telephony (FW) Upgrade page

ernet Explorer ;Iﬂlil
Fle 17 +Back v =+ ~ @ 2] A} | Qsearch GFavorites @Media 3| B S

NERTEL

NETWORKS Site: 207.179.153.99 » Software Upgrade >

IP Telephony (FW) Upgrade

> System Status Distribute to Nodes & [ Distribute to Elements ©
> Configuration
> Network Numbermg Plan Open all nodes Close All nodes Clear all

¥ Software Upgrade
3 IP Telephony{LW)
2 IP Telephony({FW)

Select Card(s)

* File Upload > Node|D:8  NodelP: 200.10.200.20 Total elements: 4
> Patching
> System Utility
> Administration
> Support Click a button to invoke a command. ;I
* Logout
Ld ;l_l

|| FileName | Release ] _Version | Type [Create Time|
[e] D602B50.BIN il 50 12004 LIHU}JUN 26 13:44:22
o} 603844.BIN 1 44 2002 W 26 13:44:20

No i200x Phase2 fw file

Start

i mtermet

From this page you can view:
e [P telephone firmware versions available on each element

* IP telephone firmware files available for distribution to the elements

Buttons at the top of this page enable you to:
e open all nodes
e close all nodes

e clear all check boxes
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File Upload

Procedure 4
Distributing upgraded firmware to the elements

To distribute upgraded firmware to the elements:

1 Click the check box beside each of the elements that you want include in
the firmware distribution.

2 Click the radio button beside the firmware file that you want to distribute.

3 Click Firmware Distribute to start the process.

End of Procedure

The file upload function allows you to upload and store loadware and
firmware files on the Succession Signaling Server. These files can then be
downloaded to IP telephones and other network elements using the functions
available under the IP Telephony (LW) and IP Telephony (FW) branches in
the navigation tree.

Under Software Upgrade in the navigation tree, click File Upload. The
Centralized file upload page opens (Figure 68 on page 124).
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Figure 68
Software Upgrade > Centralized file upload page

i Element Manager osoft Internet Explorer = -0 il
1 * ©Back * | @search GarFavortes @ivedia B |

NQRTEL

NETWORKS Site: 207.179.153.99 > Software Upgrade >

Centralized file upload
> System Status

> Network Numbering Plan

vs 0 - | & Jesoseez ITGPentumworkfle  [IHUJUNO51340:142003 |
_10' tware Upgrade IPL31059.P2 TG Pertium workfile [THU JUN 19 12:27:32 2003
<" IP Telephony(LW)
b phony| r IPL31064.92 TG Perttium workfile [THU JUN 26 13:44:24 2003
3?
IP Telephony(FW) =] IPL31050.5A Succession Media Card workfile [THU JUN 05 13:40:20 2003
o B
File Upload [m] IPL31059.5A Succession Media Card workfile THU JUN 19 12:27:40 2003
> Patching [m] IPL31061.5A ion Mecia Card workfile [THU JUN 26 13:44:32 2003
> gystem Utility [=] 602844 BIN 2004 [THU JUN 05 13:40:12 2003
> Administration [m] 0602B50.8IN 2004 THU JUN 26 13:44:22 2003
603B44.BIN 2002 [THU JUN 26 13:44:20 2003
> Support

” Logout

LW/FW file name Brovesd] File upload ‘

Click a button to invoke a command. =]

/€] Done [ |4 mtenet 7

Procedure 5
Uploading a file to the Signaling Server

1  Enter the path and filename in the text box, or click the Browse button
and navigate to the file that you want to upload.

Note: The file to be uploaded must be either a firmware or loadware file.
2 Click File upload.

End of Procedure
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Patching

Contents
This section contains information on the following topics:
Introduction. . . ... . 125
Call Server. . ... 125
Media GateWay . . o oo vttt e e 128
IP Telephony. . ... ..o i e 130
Introduction

Succession 1000 Element Manager provides the ability to download patches
to the following Succession 1000 components:

e Call Server

*  Media Gateway

*  Voice Gateway Media Card
*  Succession Media Card

*  Succession Signaling Server

Call Server

Patching of the Call Server can be performed from Element Manager.
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Procedure 6
Patching of Call Server

1 Enter the PDT password to access the patching feature.
2 Inthe Patching section of the navigation tree, click on Call Server.
The PDT Password Portal page opens (Figure 69).

Figure 69
PDT Password Portal page

a Element Manager - Microsoft Internet Explorer

Fle 1”| <Back v @t | @search | address [ €] http://207,179,153, 100/cgifpwd. cgi

NEIRTEL
NETWORKS Site: 207.179.153.99 >

PDT Password Portal

> System Status
> Configuration
> Network Numbering Plan Please enter PDT password of Call Server then press button [Next]
> Software Upgrade
¥ Patching
¥ call Server PDT Password (PDT_PWD):
3 Media Gateway
% IP Telephony Next
> system Utility
> Administration

> Support
* Logout

& [ [ |4 mternet 7

3 Enter the PDT Password, and click Next.
The Patching > Call Server page opens (Figure 70 on page 127).

End of Procedure
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Figure 70
Patching > Call Server page

: Element Manager - Microsoft Internet Explorer

+Back ¥ 2 | Qsearch GaFavorites HMeda 3 (B~ S @ ~ &

NEQRTEL
NETWORKS

> System Status
> Configuration
> Network Numbering Plan
> Software Upgrade
¥ Patching
¥ call Server
3 Media Gateway
7 IP Telephony
> System Utility
> Administration
> Support
* Logout

Site: 207.179.153.99 > Patching >

Call Server
| pachSettg | | pachBin(otaiGLmit1s |

Browse...
Days patch wulnerable to sysload l(;—
5]
In service days to monitor inits |7—

Patching File Name

In senvice initialize threshold

Load and Activate

Slect Command Ptz T
Submit |

Patch Status (PSTAT) =

Jystem has no loaded patches.
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|

i mternet 7

From the Patching > Call Server page you can:

* Load and activate a new patch.

e Get the status of a single patch or all patches (PSTAT).

e Activate a single patch or all patches (PINS).

* Deactivate a single patch or all patches (POOS).

e Remove a single patch or all patches (POUT).

*  View the details on a patch (PLIS).

The Patch Setting section at the top left of the screen allows you to select files

and choose settings. Clicking on the -->> (right arrow) button moves patch
files into the Patch Bin section. Likewise, clicking on the <<-- (left arrow)

Succession 1000 Element Manager  System Administration



Page 128 of 160  Patching

button moves patch files out of the Patch Bin section. Press the Load and
Activate button to submit the selected patch(es) to the call server. Results are
displayed at the bottom of the screen.

Note: You can patch only 15 files at a time. If you need to install more
than 15 patches, you must run the utility again.

All patching commands require the Patch ID (sometimes called patch
handle). After selecting the Patch command from the drop-down list, enter the
Patch ID in the text box.

The “Apply to All” check box is enabled for all commands with the exception
of the PLIS command. Clicking the Submit button will execute the
command. Results are displayed at the bottom of the screen.

Media Gateway

Patching of the Media Gateways can be performed from Element Manager.
Procedure 7

Patching of Media Gateways

1 Enter the PDT password to access the patching feature.

2 Click on Media Gateway in the Patching section of the navigation tree

If, during your current session, you have not previously entered the PDT
password, the PDT Password Portal page opens. See Figure 69 on page
126.

3 Enter the PDT Password, and click Next.
The Patching > Media Gateway page opens (Figure 71 on page 129).
4 Click on one of the check boxes at the top of the page to select the

required Media Gateway for patching.

Note: If no Media Gateway is selected, the patch command is applied to
all of the Media Gateways.

End of Procedure
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Figure 71
Patching > Media Gateway page

lement Manager - Microsoft Internet Explorer
| @search GFavorites ‘@Meda i3

NEQRTEL

NETWORKS Site: 207.179.153.99 > Patching >

Media Gateway

> System Status
> Configuration Media Gateway 1 [ Media Gateway 2 [ Media Gateway 3 [ Media Gateway 4 [

> Network Numbering Plan | PachSeig | | PachBin(ewoumety |
> Software Upgrade

¥ Patching Patching File Name Browse...

¥ call Server
Days patch vulnerable to sysload [3
3 Media Gateway

7 IP Telephony In service initialize threshold |5

> gystem Utility In senice days to monitor inits |7 ;
> Administration Load and Activate
> Support
~
Logout

Patch Status (CPSTAT) Submit |

Media Gateway/Expansion Cabinet 1

System has no loaded patches.

Media Gateway/Expansion Cabinet 2

Link to the Media Gateway/Expansion Cabinet is reported down.

Media Gateway/Expansion Cabinet 3

Link to the Media Gateway/Expansion Cabinet is reported down.
Ll

From the Patching > Media Gateway page, you can:

* Load and activate a new patch.

e Get the status of a single patch or all patches (CPSTAT).
e Activate a single patch or all patches (CPINS).

e Deactivate a single patch or all patches (CPOOS).

¢ Remove a single patch or all patches (CPOUT).

e View the details on a patch (CPLIS).

The Patch Setting section at the top left of the screen allows you to select files
and choose settings. Clicking on the -->> (right arrow) button moves patch
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files into the Patch Bin section. Likewise, clicking on the <<-- (left arrow)
button moves patch files out of the Patch Bin section. Press the Load and
Activate button to submit the selected patch(es). Results are displayed at the
bottom of the screen.

Note: You can patch only 15 files at a time. If you need to install more
than 15 patches, you must run the utility again.

All patching commands require the Patching File Name. After selecting the
Patch command from the drop-down list, enter the patching file name in the
text box.

The “Apply to All” check box is enabled for all commands with the exception
of the CPLIS command. Clicking the Submit button will execute the
command. Results are displayed at the bottom of the screen.

IP Telephony

You can use Element Manager to patch IP Telephony elements, including
Signaling Servers, ITG Line Cards, and Succession Media Cards. In the
Patching section of the navigation tree, click on IP Telephony.

The Patching > IP Telephony page opens (Figure 72 on page 131).
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Figure 72
Patching > IP Telephony page

lement Manager - Microsoft Internet Explorer =10 il
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Click on one of the check boxes at the top of the page to select an IP
Telephony element for patching.

From the Patching > IP Telephony page, you can:

* Load and activate IP Telephony patches

e Deactivate all IP Telephony patches, and

e Remove all IP Telephony patches.

The Patch Setting section at the top left of the screen allows you to select files

and choose settings. Clicking on the -->> (right arrow) button moves patch
files into the Patch Bin section. Likewise, clicking on the <<-- (left arrow)
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button moves patch files out of the Patch Bin section. Press the Load and
Activate button to submit the selected patch(es). Results are displayed at the
bottom of the screen.

Note: You can patch only 15 files at a time. If you need to install more
than 15 patches, you must run the utility again.
Buttons on this page enable you to:
* deactivate all patches
e remove all patches
e open all nodes
* close all nodes
*  clear all check boxes
You can also view the status of the patches associated with an individual
Signaling Server or IP Line card. Click on the Get Status (PSTAT) button
located in the right column of the list of elements. The patching page for the
selected element opens. In Figure 73 on page 133, the PSTAT button
associated with the Signaling Server in Node 435 was clicked. In Figure 74

on page 134, the PSTAT button associated with the Succession Media Card
in Node 828 was clicked.
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Figure 73
Patching > IP Telephony > Signaling Server page
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: Support Patch Mumber, o Deactivate00s) || Deactiate all Pahes |
Logout
¢ Patch Number: 0 Remave(POUT) | Remove all Patches |
Patch Number: o Get Details(PLIS)

=]

System has no loaded patches.

[ [ [ Intemet

As is the case with the patching pages for the Call Server and Media
Gateways, details on the Signaling Server patches appear at the bottom of the

page.

From the Patching > IP Telephony > Signaling Server page, you can:

Load and activate a new patch.

Get the status of a single patch or all patches (PSTAT)
Activate a single patch or all patches (PINS).
Deactivate a single patch or all patches (POOS).
Remove a single patch or all patches (POUT).

View the details on a patch (PLIS).
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Figure 74
Patching > IP Telephony > Succession Media Card page

NERTEL

NETWORKS

Site: 47.11.216.167 > Patching > IP Telephony >
Type: Succession Media Card, ELAN IP: 47.11.216.135

Patching File Name Briowse.
In service reset threshold |5 (e s e

In senvice days to monitor
7
resets

> System Status

> Configuration

> Network Numbering Plan
> software Upgrade

v Patching

7 call Server Patch Mumber. [ GetStanePSTAT) || GetSttus of allpatches |
;\ I’ge:zer:?r‘:;av Patch Number: ln— Activate (PINS) | Activate all Patches |
> system Utility Patch Nurber [ Deartvat(po0s) | Deactivate allPatches |
: 22’;‘;’:“:‘”‘“" Patch Nurmber [ Remove(POUT) | Remove all Paiches |
 Logout Patch Number [ Get Details(PLIS)
[System has no loaded patches. =

[ [ 4 intemet

Details about the Succession Media Card patches appear at the bottom of the
page, as they do for other elements.

From the Patching > IP Telephony > Succession Media Card page, you can:
* Load and activate a new patch.

e Get the status of a single patch or all patches (PSTAT).

e Activate a single patch or all patches (PINS).

*  Deactivate a single patch or all patches (POOS).

e Remove a single patch or all patches (POUT).

e  View the details on a patch (PLIS).
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System Utility

Contents
This section contains information on the following topics:
Introduction. . . ... . 135
Call Server Backup . ....... ... . 135
Call Server Restore . .. ... e 138
SystemDate & Time. . ........ ... ... . i 140
Introduction

The System Utility activities that can be accessed through Element Manager
are:

*  Call Server Backup
e  (Call Server Restore

*  System Date & Time

Call Server Backup

The Call Server Backup function invokes a data dump and writes the Call
Server data to the primary and internal backup drives. The Backup function
performs the same task as the CLI command EDD traditionally configured in
LD 43.

Under System Utility in the navigation tree, click Backup. The Call Server
Backup page opens (Figure 75 on page 136).
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Figure 75
System Utility > Call Server Backup page

5 Element Manager - Microsoft Internet Explorer

Fie 17| Back v = v @ [@ & | Qsearch GiFavorites @rveda B | B

N NETE\Q'I.ORKS Site: 207.179.153.99 > System Utility >

Call Server Backup

> System Status
> Configuration

> Network Numbering Plan . :
Backup ~ Submit Cancel
> Software Upgrade Action |Backup

> Patching
¥ System Utility
¥ Backup
¥ Restore
* Date & Time
> Administration
> Support
# Logout

& [ e mtermet i

To back up the Call Server, select Backup from the Action drop-down list and
click Submit. The Call Server Backup Waiting page opens to indicate that the
backup is in progress (Figure 76).

Figure 76
System Utility > Call Server Backup Waiting page

ternet Explorer

“Back ¥ = ~ @ [A) A} | DIearch GiFavorites Fivedia | B

NORTEL

NETWORKS Site: 207.179.153.99 > System Uhtility > Call Server Backup >

Waiting
> system Status G-
> configuration
> Network Numbering Plan
> Software Upgrade

> Patching Backup is in Progress. Please walit...
¥ system Utility

9 Backup

¥ Restore

¢ Date & Time
> Administration
> Support
* Logout

&) Dore [ [ s mtermet 4
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When the backup has finished, the dialog box shown in Figure 77 appears to
indicate that the Equipment Data Dump (EDD) is complete.

Figure 77

EDD complete dialog box

in
& ECD is complete. Click OK to view the results,

Click OK. A summary of the results of the EDD appears at the bottom of the
Call Server Backup page (Figure 78 on page 138).
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Figure 78
System Utility > Call Server Backup results

; Element Manager - Microsoft Internet Explorer 5 = il
GBack v = v @ at ‘ ‘Qsearch [Favorites Pveda & ‘ ) -3

NQRTEL =

NETWORKS Site: 207.179.153.99 > System Utility »

Call Server Backup

> System Status
> Configuration

i .
i g:m;?‘:’l:’r;?:‘;éﬂg Plan Action [Backup x| _ Submit Cancel
> Patching
¥ system Utility
3 Backup
¥ Restore DB SEQ NUM = 79
¢ Date & Time CONFIG

: Administration PHYSICAL MAP

> f:;s::f BCS TEMPLATE E
PBX TEMPLATE

cusT

ACUST

CLID

CIS RTE ANI

CACC MFC_ENT

CACC CIS_ENT

ROUTE

DAPC

LTN TN

LTN LNK

ASNCH
AML / ELAN
VAS
BG-TIME
BG-CAT
DCH ]
|51] [ e mternet

Call Server Restore

The Call Server Restore function restores the backed up files from the internal
backup device to the primary device. The Restore function performs the same
task as the CLI command RIB traditionally configured in LD 43.
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WARNING

The process to restore data using the Element Manager
interface is immediate. There is no warning or detailed
information provided on the specifics of the data to be
restored.

Also, note that a “cold start” of the system is required
before the restored data is in effect.

Under System Utility in the navigation tree, click Restore. The Call Server
Restore page opens (Figure 79).

Figure 79
System Utility > Call Server Restore page

a Element Manager - Microsoft Internet Explorer

Fle 1?| &Back v = ~ @ o | @search GaFavorites @iveda <3| B~ & Wl ~ 2

TEL
NETWORKS Site: 207.179.153.99 > System Utility >

Call Server Restore

> system Status
> Configuration

> Network Numbering Plan A ;
> Software Upgrade Action IRlenre from Backup Data(RIB) ~| _ Submit Cancel

> Patching
¥ System Utility
@ Backup
3 Restore
¢ Date & Time
> Administration
> Support
# Logout

& [ [a mterret 7

To restore the Call Server data, select Restore from Backup Data in the
Action drop-down list and click Submit.

Note: The database for Element Manager IP telephony will be updated
immediately after the restore. Other call server databases require a cold
start after the restore.

Succession 1000 Element Manager  System Administration



Page 140 of 160  System Ultility

System Date & Time

The System Date & Time function allows you to modify the system’s current
time and date using Element Manager. The System Date & Time function
performs the same task as the CLI command STAD traditionally configured
in LD 02.

Note 1: The date and time configured in either Element Manager or
LD 02 is synchronized to all primary Signaling Servers and IP telephony
Leaders within the system. You can specify on a node basis whether the
SNTP server (running on the primary Signaling Server) or the ITGL
Leaders will actively push the date and time to the SNTP clients (IP Line
3.1/ Voice Gateway cards and other Signaling Servers) or if the SNTP
clients will pull the date and time from the SNTP server.

Note 2: Synchronization can be set to occur on a regular interval, when
modifications are made, or during a data dump, including a midnight
routine data dump. As part of the Node configuration, you may specify
how the date and time are propagated within the Node by configuring the
primary Signal Servers or IP telephony Leaders to run in broadcast mode
or listen mode.

Under System Utility in the navigation tree, click Date & Time. The System
Date & Time page opens (Figure 80 on page 141).
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Figure 80
System Utility > System Date & Time page

i nternet Explorer =[Ol x]
Fie 1”| &Back » = v+ @D | @search GiFavortes @veda B | Bv S B ~ 5 g

RTEL
NETWORKS Site: 207.179.153.99 > System Utlity >

System Date & Time
> System Status
> Configuration

> Network Numbering Plan
> Software Upgrade Year (YEAR): 2003
> Patching
¥ System Utility Month (MON): 09

@ Backup Day (DAYY. 17

et

* Restore Hour (HOURY: o2

* Date & Time )
> Administration WL 19
> Support Second (SEC) 48
* Logout

Submit Refresh Cancel

[E]oore B

4 Internet 4

To modify the date and time, enter the current date and time in the Input Value
text boxes and click Submit.

Note: The valid range for Month (MON) is 1 through 12. Entering a
value higher than 12 will disable the Refresh button.
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Administration

Contents
This section contains information on the following topics:
Introduction. . . ... . 143
System Information. . ......... ... .. .. ... . 143
User TIME-0UL . . . oot e e e e e 144
Password . . ... 145
Password information forendusers......................... 146
Password administration. . .. ...........u ittt 146
Introduction

The Administration activities that can be accessed through Element Manager
are:

e System Information

e Password

System Information

The System Information page provides Succession Signaling Server and Call
Server information, including web server configuration and logged-in users.
This is the same information page that appears when you log in to Element
Manager.
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To access the System Information page, under Administration in the
navigation tree, click on System Info. The System Information page opens as
shown in Figure 81 on page 145.

User Time-out

One parameter listed under Web Server Configuration Parameters in
Figure 81 on page 145 is “Time Out Value of Browser (seconds).” This
parameter is more commonly known as user time-out.

Procedure 8
Changing the web server user time-out

1 Log in to the Signaling Server CLI (vxshell).

2 Insert the Boot CD-ROM in the drive (for security).
3  Enter the command: upgradeSSCfg.

4  Follow the menus to change user time-out:

Show current configuration.

a.
b. upgrade values.

o

Save new configuration.
Quit.
e. Log out of the CLI.

2

End of Procedure
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Figure 81

Administration > System Information page

NERTEL

NETWORKS

> system Status
> Configuration

> Network Numbering Plan

> Software Upgrade
> Patching
> System Utility
¥ Administration
* System Info
® password
> Support
* Logout

; Element Manager - Microsoft Internet Explorer 5 ;Ii‘ll
GBack v = v @ &4 | @search GaFavorites @Diveda <3| v & Wl ~ 2 &

Site: 207.179.153.99 > Administration >

System Information

Information About the System You Have Logged Into

[Product [sse

5w version [sse-2.1078

[Platfarm Name ise 1100

[Build Date [Monday September 15 15:58:32 EDT 2003
[ystem Host Name [nnovatia

[ystem Location [

[System Cortact [

[web Serverversion fWindwehr2.0
[H3231D0 [nnovatia

[setTPS [FaLsE

[virtual Trunk TPS [FaLsE

[Gatekseper configuration [Primary Gateteeper
[Role [Leader

[call Server Type [Succession 1000m
[call Sererversion [2121

[call Server Release [3008

[call Server Redundancy State [NOT APPLICABLE
[Call Server CPU and Health State [NOT APPLICABLE

Web Server Configuration Parameters

[IP Check enforced (1 = enforced, 0 = not enforc edy [o

[Time Outvalue of Browsenseconds) [3800

[Default Language Tyne (0= English) [o

ey Generation Retry Count [2 -
[Use Fix Key (1 = ES, 0= No} [o

[Prime Length in bits [128

Users Currently Logged In
LOGIN NAME ‘LOG\N L |BROWSER TYPE ‘ LI

5]

[ [ [ [qpmternet

Password

The information that appears when you click the Password link in the
navigation tree depends on the login ID used to log into Element Manager.

Users that log in with an Administrator level password can create Login
Names and passwords for other users that limit access to certain aspects of
Element Manager functionality. See “Password administration” on page 146.
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Users that log in with a Login Name and password assigned by the
Administrator can only access functionality configured for their Login Name.

Password information for end users

When an end-user clicks the Password link in the navigation tree, the
Password List page opens (Figure 82). The information that the
Administrator has configured for the user’s Limited Access Password
appears on this page.

Figure 82
Administration > Password List page for end user

NERTEL

NETWORKS

Site: 47.11.216.167 >

Password List

> System Status
> Configuration
> Network Numbering Plan
> Software Upgrade

> Patching

> gystem Utility

¥ Administration

¥ Limited Access Password - 01

Password

Access OvLY

Type

Login Name: HENRY
001 002 003 004 005 006 007 008 009 010 011 012 013 014
015 016 017 018 019 020 021 022 023 024 025 026 027 028
029 030 031 032 023 034 035 036 037 038 039 040 041 042

Allovred 043 044 045 046 047 048 049 050 051 052 053 054 055 058

Overlay List 057 058 059 060 081 062 063 064 085 066 067 068 089 070
071 072 073 074 075 076 077 078 079 080 081 082 083 084
085 086 087 088 089 090 091 092 093 094 095 096 097 098
099 117 135 137 143

Accessible

Customer ALL

Enable Host

Mode Log  NO

In

Enable MAT

Logn MO

Options: PSCA RDBD CFPA LLCD PROD LOSD FORCD MOND

? System Info
3 password
> Support
& Logout

Password administration

An end-user with Limited Access Password (LAPW) privileges can use
Element Manager to change Level 1 and Level 2 passwords and login names
for other end-users. Element Manager also allows the end-user to create or
modify Limited Access Passwords. The Element Manager Password function
performs the same tasks as the PWD related CLI commands traditionally
configured in LD 17.
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To access the password modification functions:

1 Under Administration in the navigator tree, click Password.
Result: The Password Portal page opens (Figure 83).

2 Enter the Level 2 Password in the Input Value text box.

3  Click the Next button.

Once your password is verified, the Password List page opens (Figure 84
on page 148).

Figure 83
Administration > Password Portal page

a Element Manager - Microsoft Internet Explorer

»| &pack v | @search Garavorites @iveda | B> S W -~ E

NERTEL

NETWORKS Site: 207.179.153.99 > Administration >

Password Portal

> system Status
> Configuration
> Network Numbering Plan Please enter the level 2 password then press button [Next]

> Software Upgrade
> Patching rd

> gystem Utility Level 2 Password {LV2_PWD): ]
¥ Administration
+ System Info Nest
2 password
> Support
* Logout

& [T [ mternet 4
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Figure 84
Administration > Password List page for Administrator

Site: 47.11.216.167 > Administration > Password Portal » q

Password List

NEQRTEL
NETWORKS

> System Status
> .
> Cenfiguration ) ¥ Password Basic Parameters W
> Network Numbering Plan Failed Log In Treshold 6
> i:::"l::e Upgrade Port Lockout Time in Minuts After Failed Log In 1
> System clIJtiIi Failed Log In Threshold Alarm: NO
v A:ministratiiyn Audit Trail for Pagsword Usage NO
. Last Log In Identification: NO
? System Info Initialize to Reset Locked-out Ports NO
> Password Logout Time in Minute VWhile Mo Information Exchanging: 20
" Support Require Log In Name: YES
Logout
o ¥ Level 1 Password ﬂ

Login Name: ADMIN1T

¥ Level 2 Password ﬂ
Login Narme: ADMINZ

Please Choose the | Limited Access Passward § | _t0Add

¥ Limited Access Password - 00 w
Pasgword Access Type: OWLY
Login Name: USERO
Allowred Overlay List 002 048
Accessible Customer: ALL
Enab\e HostMode Log
Enable MAT Log In: NO
PSCD RDBD CFPD LLCD PROD LOSD FORCD
MOND

Options:

> Limited Access Password - 01 m
> Limited Access Password -- 02 B

> Limited Access Password --03 E|

N

[ [ [ tntemet

From the Password list page you can view the Password Basic Parameters and
the settings for the Limited Access Passwords. To edit these parameters, click
the Edit button located to the right of the password that you want to modify.

Figure 85 on page 149 and Figure 86 on page 149 show the Limited Access
Password page that opens when you click the Edit button located next to
“Limited Access Password -- 00” in (Figure 84). You can use the drop-down
lists, text boxes and check boxes to modify the level of access granted to this
end-user. Once you have completed your changes, click Submit.
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Figure 85
Limited Access Password page (Part 1)

TEL
NETWORKS

System Status
Configuration

Metwerk Numbering Plan
Software Upgrade
Patching

System Utility

¥ Administration

YYYVY¥YVYY

¢ System Info
¥ Passwerd
> Support
4 Logout

Site: 47.11.216.167 > Administration > Password Portal » Password List >

Limited Access Password

Input Description Input Yalue
Login Name (LOGIN_NAME): USERD
Overlay (OVLY) -

Enable Host Mode Log In (HOST): r
Enable OTM or MAT Log In (MAT): r

New Password (PWD):
Confirm Password (CFM_PWD):
Level 2 Password {LV2_PWD):

Password Access Type (PWTP):

Allowed Overlay List (OVLA):

™ oOverlay 1 F overlay 2 I~ averlay 10 ™ Overlay 11 I~ averlay 12
™ oOverlay 13 ™ overlay 14 I~ averlay 15 ™ Overlay 16 I~ averlay 17
™ oOverlay 18 ™ overlay 19 I~ averlay 20 ™ Overlay 21 I~ averlay 22
™ oOverlay 23 ™ overlay 24 I~ averlay 25 ™ Overlay 26 I~ averlay 27
™ Overlay 28 ™ overlay 29 I~ averlay 30 ™ Overlay 31 I~ averlay 32 =
™ Overlay 33 ™ overlay 34 I~ averlay 36 ™ Overlay 37 I~ averlay 38
™ oOverlay 39 ™ overlay 40 I~ averlay 43 ™ Overlay 44 I™ averlay 45
™ Overlay 46 W overlay 48 I~ averlay 49 ™ Overlay 50 I~ averlay 51
™ oOverlay 52 ™ overlay 53 I~ averlay 54 ™ Overlay 56 I~ averlay 57
™ oOverlay 58 ™ overlay 60 I” averlay 61 ™ Overlay 62 I” averlay 66
™ oOverlay 73 ™ overlay 74 I~ averlay 75 ™ Overlay 77 I~ averlay 79
™ oOverlay 80 ™ overlay 81 I” averlay 82 ™ Overlay 83 I~ averlay 84
™ Overlay 86 ™ overlay 87 I~ averlay 88 ™ Overlay 90 I~ averlay 92
™ oOverlay 93 ™ overlay 94 I~ averlay 95 ™ Overlay 96 I” averlay 97
I Overlay 117 T~ Overlay 135 [~ Overlay 137 I Overlay 143
Al =3
M|
E Done [ [ [ Intemet v

Figure 86

Limited Access Password page (Part 2)

NERTEL

NETWORKS

System Status
Configuration

Network Numbering Plan
Software Upgrade
Patching

System Utility

¥ Administration

VY V¥YV¥YVYY

% System Info
2 Password
> Suppert
L4 Logout

Accessible Customer (CUST):

7 all customers
™ customer 00
™ customer 01
™ customer 02
™ customer 05
™ customer 16

Overlay Options (OPT):

I Allow Access to Resident Debug
™ allow Force Command

I allow Configuration Prompts
™ Allow Line Load Control

I Allow Monitor Command

™ Print Only

I Allow Loss Plan Customization
I allow Printing of Speed Call Lists

Fetiesh | Delste | Caneel

Submit

| Interet
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Support

Contents
This section contains information on the following topics:
Introduction. . ... ... 151
Help. ..o 151
Contact Nortel Networks. . ...... .. .. .o i i 152
Logout. . ... 154
Introduction

The Support features that can be accessed through Element Manager are:
 Help
*  Contact Nortel Networks

e Release Notes

Help

Element Manager provides context-sensitive online Help. To access Help,
click on the question mark icon located in the top right corner of the
Element Manager Web pages.

Element Manager also provides direct access to the Help system. Under
Support in the navigation tree, click on Help. The Help page shown in
Figure 87 on page 152 opens.
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Figure 87
Support > Help page

0s0ft Internet Explorer -|O il
File Edt View Favorites Tools Help

Contents | Index | Search |

Element Manager - Overview Overview
B @ System Status

=@ Configuration

& @ Natwark Numbering Plan

Elernent Manager is a Weh-hased application you can use to manage
wour telephone systems. Element Manager allows you to configure
and maintain the following components of the Succession 1000

5 Software Upgrade systerm
B

@ Paiching + Succession 1000 Call Server
@ system Utility

=@ Administration +Succession 1000 Media and Branch Office Gateways
+Succession Signaling Senver

«IP Line 3.1/ Voice Gateway

Elernent Manager for the P Line 3.1/ Voice Gateway allows you to
configure and manage the following data:

«IP addresses

« SNMP related data

«WGW parameters

For details about the Succession 1000 Call Server parameters that
wou can configure and manage, see Software inpubCuiout Guide,
Adminisiration (553-3001-311) and Soffware InoutiOuiout Guide,
Maintenance (553-3001-511)

For details about the [P Line 3.1 f Yoice Gateway parameters that you
can configure and manage using, see /P Line: Descrigtion,
Instalfation, and Operation (553-3001-365)

For basic infarmation about how to use Elerment Manager, see
WWaorking with Element Wanager.

. o

Contact Nortel Networks

Element Manager provides a link to the Nortel Networks home page. When
you click on the Contact Nortel link under Support in the navigation tree,
the Nortel Networks home page opens in a new browser window as shown in
Figure 88 on page 153.
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Figure 88
Support > Contact Nortel page

Nortel Networks - Microsoft Internet Explorer
Fie |”[ &Back » = v @ [2] | @Search z

i

Address [&] hittp: fAwww.nortelnetworks com/index hitml &G0

—

=10l x|

NEORTEL
NETWORKS

Research and Buy

Products, Services and Solutions
Alphabetically Technical Documentation
By Category Product Annauncerments
By Product Family

Customer Solutions
Service Provider
Enterprise

SmaliMedium Business

How to Buy
Find a Reseller/
Channel Pariner

Training & Certification

Ordering Tools

Choose Your Loc:

Colntries/Regions

‘Advanced Search

Contact Us

Cost-effectively scale your:
Voicesystems to meet

increasing

“busihess

needs

over Mortel Networks

Corporate

Support
Senice Requests Keyt ode Retrival
Software Downlnads = Technical Documentation
Search Support Express Routing Codes

About
Media Center
Suceess Stories

News & Events
News Releases

Investor Relations
Global Locations
GCareers

Events & VWehcasts

Site Map

Help
User ID

Password:

Login>

Help | Reaister

Sprint and Nortel
IMetwarks Target
Enterprise Customers
with Optical Metwaork
Solutions

Nortel Metworks
Solutions Supporting
China Unicom
Expansion

Mortel Metworks to

Far Setvice Praviders

Channel Partners Email Newsletters Strengthen R&D
Eiagrgn’e aChannel zagr”\:v:’r Informatian Programs Capabilities in China
Cansultants Global Solutions
Technology and Expertise Alliances Pariners
Suppliers Developer China Netcom
Optical Lang Haul Voice aver [P o ceh
Wireless Optical Ethernet Voice, Video,
Metro Opiical Emaity Circuit Switching Solutions d
Delivering traditional voice se day and ideal far, -
VolJing :ereiog
VOVINg >

For Enterprise

Leaal | Taims of Use | Copyrighubizoiaime: | Privacy Statsment
Copyright © Nortel Networks Limited 1998-2003, Al Rights Reserved

EH

Release notes

A Release Note can describe a design change or a product feature that was
discovered after market release. Often, a Release Note describes how to work
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around a product limitation. They are available through the web-based
Helmsman Express application.

Logout

To exit Element Manager, click Logout in the navigation tree. The

confirmation page shown in Figure 89 appears. Click the Element Manager
button if you want to log back in.

Figure 89
Logout confirmation page
3 Element Manager Logged Out - Microsoft Internet Explorer ol x|
Fle 17 ®Back v % v @ [2) A Qsearcn GaFavortes @veda 3| B S HE v & [ |
j‘
" NERTEL %
NETWORKS™
Element Manager
You have logged out of Element
Manager. This button will return to
login page:
||
&) Done [ [ [ mtermet %
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Index

A

ABCD Bit Signaling Category, 91
access levels, 116

ACOD, 75

ADAN, 88

administrator, 145

Advanced Configurations, 79
Advanced Trunk Configuration, 83
ADVOPT, 88

ANAT, 67

ANI. See Automatic Number Identification.
ANLD, 67

Automatic Number Identification, 67

B

backup, 135

bandwidth usage, 114

Basic Rate Interface. See BRI.
Basic Rate Line Interface, 91

Basic Rate Signaling Concentrator. See BRSC.

Basic Rate Trunk Interface, 91
Basic Route Options, 76
BILN, 76

Boss Secretary Filtering Enhancement, 68

Branch Office

Basic Property and Bandwidth Management,
105

Branch Office Dialing Plan and Access Codes. See

Zone.

Branch Office Emergency Service Information. See

Zone.

Branch Office Time Difference and Daylight Saving

Time Property. See Zone.

BRI, 41

BRIL. See Basic Rate Line Interface.
BRIT. See Basic Rate Trunk Interface.
BRSC, 41

BSCOPT, 88

BSFE, 68

Cc

Call, 33
Calling Line Identification, 70
Call Server, 16, 32, 52, 53, 64, 98, 109, 125

backup, 135
restore, 138

Call Server Package List, 51, 52
Call Server Report Log, 15, 47
cancel, 32, 64

card command, 41, 42

CDP. See Coordinated Dialing Plan.
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CDR, 76

CEQU. See common equipment.
CLID. See Calling Line Identification.
Clock Controller, 92

Clock controller, 15

clock controller, 39

Clock Controller Diagnostic, 32, 38
CLS, 83

CNTL, 76

CNVT, 76

Code Restriction Tree Number, 99
Command Parameters, 46

common equipment, 88
CONF_DSP, 68

Conference Display, 68
Conference loop numbers, 89
configuration, 32, 64, 74
Configuration Record, 88
Coordinated Dialing Plan, 110, 111
Core, 33, 46

Core Common Equipment Diagnostic, 15
CPINS, 129

CPLIS, 129

CPOOS, 129

CPOUT, 129

CPSTAT, 129

CRNO. See Code Restriction Tree Number.

customer, 66, 67, 70, 98, 101
customer command, 42

customer data, 65

Customer Data Block, 66, 68, 69, 70

Customer Explorer, 64

D

D-channel, 15, 32, 33, 34, 85
D-channel Diagnostic, 35

D-channel Property Configuration, 88
DDB. See Digital Trunk Interface Data Block.
delete, 64

DES, 74, 82

DGT. See Digit Manipulation Block.
Diagnostic Commands, 41, 43

Digital trunk, 15

Digital Trunk Card, 38

Digital Trunk Card Diagnostic, 32, 37
Digital Trunk Interface, 90, 91, 93

Digital Trunk Interface and Primary Rate Interface

Diagnostic, 37, 39
Digital Trunk Interface Data Block, 90, 91, 93
Digital Trunk Interface Loop numbers, 89
Digital Trunk Route, 38
Digit Conversion Tree Number, 102
Digit Manipulation Block, 111
digit sequences, 100
Distant Steering Code, 111
DSC. See Distant Steering Code.

E

Electronic Switched Network, 70, 109
Access Codes and Parameters, 111

Embedded LAN, 55, 96

endpoint registration, 113
Equipment Data Dump, 135, 137
Equipped, 33

Equipped Feature Packages List, 15
error message, 29

Ethernet and Alarm Management, 105, 106, 107
Exchange (Central Office) Code, 112
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F

FCAS. See Free Call Area Screening.
FCR. See Flexible Code Restriction.
FDL. See Force Download.

feature options, 68

feature packages, 72, 89

file upload, 123

firmware, 97, 121, 122, 124
Flexible Code Restriction, 98, 103
Force Download, 34, 35, 36

Free Calling Area Screening, 112

Free Special Number Screening, 112

FSNS. See Free Special Number Screening.

functional overview, 13

G

Gatekeeper, 97, 109, 112
Administrator access, 116
Guest access, 116

General Commands, 54, 55
General Options, 78

H

H.323, 112

Help, 151

HLOC. See Home Location Code.
HNPA. See Home Area Code.
Home Area Code, 111

Home Location Code, 111

|

ICOG, 75

IDC, 76

ING, 83

Incoming Digit Conversion, 100, 103

Incoming Trunk Group Exclusion, 111

Incremental Software Management parameters. See
ISM parameters.

Input/Output Diagnostic, 35

Integrated Services Digital Network. See ISDN.
internet telephones, 97, 123

1P, 44

IP Line, 56

IP Line 3.0, 16, 18, 29, 140

IP Peer Networking, 112

IP telephony, 54, 61, 93, 119, 121, 130

IP Telephony (FW), 121

IP Telephony Operation, 20

IP Telephony Service Management, 15, 32
IP Trunk 3.0, 112

ISDN, 41, 70

ISM parameters, 50, 51

ITG card, 54, 119, 121

ITGE. See Incoming Trunk Group Exclusion.

L

LAN, 96

LAPW, 146, 148

LD 02, 140

LD 117, 105, 106, 107, 108
LD 135,20

LD 14, 15

LD 15, 15, 66, 68, 69, 70
LD 16, 15,73

LD 17, 15, 88, 146

LD 20, 14

LD 21, 14,23

LD 22, 14

LD 32,41

LD 36, 34, 35,42, 43
LD 43,135,138

Succession 1000 Element Manager  System Administration



Page 158 of 160

LD 48, 34, 35

LD 49, 15, 103

LD 60, 37, 39

LD 73, 15,93

LD 86, 109, 111

LD 87,109, 111, 112

LD 90, 109, 112

LD 96, 34, 35

Link Diagnostic, 35

Listed Directory Number options, 69
loadware, 119, 121, 124

LOC. See Location Code.
Local Steering Code, 111
Location Code, 111

logout, 154

Loop Timer, 91

Loss and Level Plan, 97

LSC. See Local Steering Code.

M

maintenance, 38, 43, 46, 113
Maintenance Commands for Zones, 43
management tasks, 15

Media Gateway, 29, 128

Member Property Configuration
advanced, 83
basic, 82

MISP, 41
MSDL, 15, 32, 35
Multi-Del, 84

Multi-purpose ISDN Signaling Processor. See

MISP.

N
NAS. See Network Attendant Services.

NCTL. See Network Control Parameters.
Network and Peripheral equipment, 15

Network and Peripheral Equipment Diagnostic, 32,

40, 41
Network Attendant Services, 111
Network Control & Services, 110, 111
Network Control Parameters, 111
Network Numbering Plan, 15, 109, 112
Network Options, 77
Network Speed Call Access Code, 112
Night service options, 71
Node ID, 54

node password
disable, 56
enable, 56

nodes, 96, 120
add new, 93
delete, 94
edit configuration, 94
import files, 94
Nortel Networks, 152

NPA. See Numbering Plan Area Code.

NSCL. See Network Speed Call Access Code.

Numbering Plan, 110, 111, 112
Numbering Plan Area Code, 112

NXX. See Exchange (Central Office) Code.

o)

online Help, 151

Operational Measurement Report, 54, 61
OPT, 67

Optivity Telephony Manager, 14

overlay, 14

P
PAD Category, 91
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password, 145

Patching, 16

patching, 125

PDT Password, 128

PDT password, 47, 126
performance monitoring, 113
Peripheral, 33, 52

Peripheral Software Version Data, 15
ping an IP address, 58

PINS, 127

PLIS, 127

PNNC, 76

POOS, 127

POUT, 127

Primary Rate Interface, 91

Problem Determination Tool password. See PDT
password.

prompt, 14
PSTAT, 127, 132

Q
Quality of Service, 96

R

Report Utility, 48, 54, 58
reset element, 55

restore, 139

RLB. See Route List Block.
ROUT, 74

route, 65, 74, 96

Route Data Block, 64, 73
Route List Block, 111
Route Properties, 73
RTMB, 83

S

Save node files, 94
shelf command, 41
SIGL, 83

Signaling Server, 16, 29, 54, 58,97, 114, 119, 124,
143

SILC, 41

SNMP, 96

SNTP, 96, 140

Software Upgrade, 16

software upgrade, 119

Special Number, 112

SPN. See Special Number.

Status Commands, 46
S/T-Interface Line Card. See SILC.
STRI, 83

STRO, 83

submit, 32, 64

Succession 3.0 components, 14
Succession CSE 1000, 16, 72, 112
Succession Media Card, 134
Syslog, 54, 59

System, 33

System Date & Time, 140

System Incremental Software Management (ISM)
Parameters, 15

System Information, 143
System Status, 32
System Timer, 90
System Utilities, 16

T
Telephony LAN, 55, 96
Telnet, 55

Terminal Proxy Server, 115
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Threshold Set Block, 92
Threshold Set Index, 92
timeout, 144

TKTP, 74

TMDI, 15

TMDI Diagnostic, 32

Tone and Digit Switch numbers, 89
traffic level history, 113

trunk, 66, 74, 80, 81, 84, 85
Trunk Data Block, 64

Trunk Diagnostic, 32, 41, 42
Trunk diagnostic, 15

Trunk Steering Code, 111
TSC. See Trunk Steering Code.

U

UILC, 41

U-Interface Line Card. See UILC.
unit command, 41, 42

update, 32, 64

user timeout, 144

\

VGWChannel, 94

VGW Profile data, 96

Virtual Office Automatic Logout, 68
VO_ALO, 68

Voice Gateway, 18, 140

Voice Gateway Media Card, 16, 29, 97

X
XTRK, 82

y4

Zone, 103
Basic Property and Bandwidth Management,
104
Dialing Plan and Access Codes, 104, 105
Emergency Service Information, 104, 107
Time Difference and Daylight Saving Time
Property, 104, 107

Zone Diagnostic, 15, 32, 43, 44, 46
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